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SECTION I


PART II - CONTRACT CLAUSES

__________________________

SECTION I - CONTRACT CLAUSES

____________________________

I.1
LISTING OF CLAUSES INCORPORATED BY REFERENCE

NOTICE:  The following contract clauses pertinent to this section are hereby incorporated by reference: 

I.  FEDERAL ACQUISITION REGULATION (48 CFR CHAPTER 1)

CLAUSE

NUMBER
DATE
TITLE

	52.202-1
	NOV 2013 
	Definitions 

	52.203-3

52.203-5

52.203-7

52.203-8

52.203-10
	APR 1984
MAY 2014
MAY 2014
MAY 2014 

MAY 2014
	Gratuities 

Covenant Against Contingent Fees
Anti-Kickback Procedures
Cancellation, Rescission, and Recovery of Funds for Illegal or Improper Activity

Price or Fee Adjustment for Illegal or Improper Activity

	52.203-12
	OCT 2010 
	Limitation on Payments to Influence Certain Federal Transactions 

	52.204-2
	AUG 1996
	Security Requirements

	52.204-4
	MAY 2011 
	Printed or Copied Double-Sided on Postconsumer Fiber Content Paper 

	52.209-6

52.209-10
	AUG 2013
DEC 2014
	Protecting the Government’s Interest When Subcontracting With Contractors Debarred, Suspended, or Proposed for Prohibition on Contracting With Inverted Domestic Corporations 

	52.211-15
	APR 2008
	Defense Priority and Allocation Requirements

	52.215-8
52.215-14

52.215-15
52.215-17

52.215-21
	OCT 1997
OCT 2010

OCT 2010

OCT 1997

OCT 2010


	Order of Precedence – Uniform Contract Format

Integrity of Unit Prices

Pension Adjustments and Asset Reversions
Waiver of Facilities Capital Cost of Money Reversion or 
Requirements for Certified Cost or Pricing Data or Data Other than Certified Cost or Pricing Data – Modifications (Alt III – OCT 1997): CD-(s), or CD-ROM(s)

	52.219-28
	JUL 2013
	Post-Award Small Business Program Representation

	52.222-1
	FEB 1997
	Notice to the Government of Labor Disputes

	52.222-3
52.222-4
	JUN 2003

MAY 2014
	Convict Labor 

Contract Work Hours and Safety Standards Act – Overtime Compensation

	52.222-21
	FEB 1999 
	Prohibition of Segregated Facilities 

	52.222-26
	MAR 2007 
	Equal Opportunity 

	52.222-35
	JUL 2014
	Equal Opportunity for Veterans

	52.222-36
	OCT 2010    
	Affirmative Action for Workers with Disabilities 

	52.222-37

52.222-40
52.222-50

52.222-54

52.223-5
	JUL 2014
DEC 2010

FEB 2009
AUG 2013 

MAY 2011
	Employment Reports Veterans 

Notification of Employee Rights Under the National Labor Relations Act
Combating Trafficking in Persons  
Employment Eligibility Verification 
Pollution Prevention and Right-to-Know Information 

	52.223-6

52.223-18

52.224-1

52.224-2
	MAY 2001
AUG 2011  

APR 1984

APR 1984
	Drug-Free Workplace
Encouraging Contractor Policies to Ban Text Messaging While Driving
Privacy Act Notification
Privacy Act

	52.225-1

52.225-13
	FEB 2009

JUN 2008
	Buy American Act - Supplies
Restrictions on Certain Foreign Purchases

	52.227-1

52.227-2

52.227-11

52.227-16
52.227-14

52.227-17
52.227-23
52.228-7

52.230-2

52.230-3

52.230-6
52.232-2
52.232-17

52.232-18

52.232-22
	DEC 2007

DEC 2007

MAY 2014
JUN 1989

MAY 2014
DEC 2007
JUN 1987
MAR 1996

MAY 2014
MAY 2014
JUN 2010
APR 1984
MAY 2014
APR 1984

APR 1984
	Authorization and Consent (ALT I - APR 1984)

Notice and Assistance Regarding Patent and Copyright Infringement
Patent Rights – Ownership by the Contractor                     
Additional Data Requirements
RIGHTS IN DATA-GENERAL AS MODIFIED BY NFS 1852.227-14 (ALT II) (DEC 2007) (ALT III) (DEC 2007)

Insert (Alt II): Additional purposes: 1) Use (except for manufacture) by support service contractors; 2) Evaluation by nongovernment evaluators; 3) Use (except for manufacture) by other contractors participating in the Government’s program of which the specific contract is a part, for information and use in connection with the work performed under each contract; 4) Emergency repair or overhaul work; and 5) Release to a foreign government, or instrumentality thereof, as the interests of the United States Government may require, for information or evaluation, or for emergency repair or overhaul work by such government.
Rights in Data – Special Works
Rights to Proposal Data (Technical)
Insurance – Liability to Third Persons
Cost Accounting Standards
Disclosure and Consistency of Cost Accounting Practices
Administration of Cost Accounting Standards
Payments under Fixed-Price Research and Development Contracts
Interest
Availability of Funds
Limitation of Funds

	52.232-23
	JAN 1986 
	Assignment of Claims 

	52.232-25
52.232-39
	JUL 2013 
JUN 2013
	Prompt Payment 
Unenforceability of Unauthorized Obligations

	52.233-1
	MAY 2014 
	Disputes

	52.233-3
	AUG 1996 
	Protest After Award 

	52.233-4
	OCT 2004 
	Applicable Law for Breach of Contract Claim  

	52.242-1

52.242-3
	APR 1984

MAY 2014
	Notice of Intent to Disallow Costs
Penalties for Unallowable Costs

	52.242-13
	JUL 1995 
	Bankruptcy

	52.243-2

52.244-2

52.244-5

52.244-6
	AUG 1987

AUG 1998

DEC 1996

JUL 2014 
	Changes – Cost-Reimbursement (ALT V - APR 1984)
Subcontracts
Competition in Subcontracting
Subcontracts for Commercial Items 

	52.245-1
	APR 2012
	Government Property 

	52.245-9
	APR 2012
	Use and Charges

	52.246-24

52.247-1

52.247-68
	FEB 1997

FEB 2006

FEB 2006
	Limitation of Liability – High-Value Items
Commercial Bill of Lading Notations

Report of Shipment (REPSHIP)

	52.248-1
	OCT 2010
	Value Engineering 

	52.249-6
	MAY 2004
	Termination (Cost-Reimbursement) 

	52.249-14

52.251-1

52.253-1
	APR 1984

APR 2012 

JAN 1991
	Excusable Delays  

Government Supply Sources
Computer Generated Forms

	
	
	


(End of clause)
II.  NASA FAR SUPPLEMENT (48 CFR CHAPTER 18) CLAUSES

CLAUSE

NUMBER 
DATE 
TITLE

	1852.209-70

1852.219-74
1852.219-77

1852.219-79
1852.227-14
1852.227-70
1852.235-70

1852.237-70

	DEC 1988
SEP 1990
MAY 2009
MAY 2009
-
MAY 2002
DEC 2006
DEC 1988
	Product Removal From Qualified Products List
Use of Rural Area Small Businesses
NASA Mentor Protégé Program  

Mentor Requirements and Evaluation
Rights in Data – General **MODIFIES FAR CLAUSE**
New Technology
Center for Aerospace Information
Emergency Evacuation Procedures


(End of clause)
I.2
52.209-9 Updates of Publicly Available Information Regarding Responsibility Matters (JUL 2013) 

  Updates of Publicly Available Information Regarding Responsibility Matters (Jul 2013)

(a) The Contractor shall update the information in the Federal Awardee Performance and Integrity Information System (FAPIIS) on a semi-annual basis, throughout the life of the contract, by posting the required information in the System for Award Management database via https://www.acquisition.gov.

(b) As required by section 3010 of the Supplemental Appropriations Act, 2010 (Pub. L. 111-212), all information posted in FAPIIS on or after April 15, 2011, except past performance reviews, will be publicly available. FAPIIS consists of two segments—

(1) The non-public segment, into which Government officials and the Contractor post information, which can only be viewed by—

(i) Government personnel and authorized users performing business on behalf of the Government; or

(ii) The Contractor, when viewing data on itself; and

(2) The publicly-available segment, to which all data in the non-public segment of FAPIIS is automatically transferred after a waiting period of 14 calendar days, except for—

(i) Past performance reviews required by subpart 42.15; 

(ii) Information that was entered prior to April 15, 2011; or

(iii) Information that is withdrawn during the 14-calendar-day waiting period by the Government official who posted it in accordance with paragraph (c)(1) of this clause.

(c) The Contractor will receive notification when the Government posts new information to the Contractor’s record.

(1) If the Contractor asserts in writing within 7 calendar days, to the Government official who posted the information, that some of the information posted to the non-public segment of FAPIIS is covered by a disclosure exemption under the Freedom of Information Act, the Government official who posted the information must within 7 calendar days remove the posting from FAPIIS and resolve the issue in accordance with agency Freedom of Information procedures, prior to reposting the releasable information. The contractor must cite 52.209-9 and request removal within 7 calendar days of the posting to FAPIIS.

(2) The Contractor will also have an opportunity to post comments regarding information that has been posted by the Government. The comments will be retained as long as the associated information is retained, i.e., for a total period of 6 years. Contractor comments will remain a part of the record unless the Contractor revises them.

(3) As required by section 3010 of Pub. L. 111-212, all information posted in FAPIIS on or after April 15, 2011, except past performance reviews, will be publicly available.

(d) Public requests for system information posted prior to April 15, 2011, will be handled under Freedom of Information Act procedures, including, where appropriate, procedures promulgated under E.O. 12600.

(End of clause)
I.3
52.215-19 NOTIFICATION OF OWNERSHIP CHANGES (OCT 1997)

  (a) The Contractor shall make the following notifications in writing: 

(1) When the Contractor becomes aware that a change in its ownership has occurred, or is certain 
to occur, that could result in changes in the valuation of its capitalized assets in the accounting 
records, the Contractor shall notify the Administrative Contracting Officer (ACO) within 30 days. 

(2) The Contractor shall also notify the ACO within 30 days whenever changes to asset 
valuations or any other cost changes have occurred or are certain to occur as a result of a change 
in ownership. 

  (b) The Contractor shall— 


(1) Maintain current, accurate, and complete inventory records of assets and their costs; 

(2) Provide the ACO or designated representative ready access to the records upon request; 

(3) Ensure that all individual and grouped assets, their capitalized values, accumulated 
depreciation or amortization, and remaining useful lives are identified accurately before and after 
each of the Contractor’s ownership changes; and 

(4) Retain and continue to maintain depreciation and amortization schedules based on the asset 
records maintained before each Contractor ownership change. 

  (c) The Contractor shall include the substance of this clause in all subcontracts under this contract that meet the applicability requirement of FAR 15.408(k). 

(End of clause) 
I.4
52.252-6  AUTHORIZED DEVIATIONS IN CLAUSES (APR 1984)
  (a) The use in this solicitation or contract of any Federal Acquisition Regulation (48 CFR Chapter 1) clause with an authorized deviation is indicated by the addition of “(DEVIATION)” after the date of the clause. 

  (b) The use in this solicitation or contract of any NASA FAR Supplement (NFS) Clause (48 CFR Chapter 18) clause with an authorized deviation is indicated by the addition of “(DEVIATION)” after the name of the regulation. 
(End of clause)
I.5
1852.204-76 SECURITY REQUIREMENTS FOR UNCLASSIFIED INFORMATION TECHNOLOGY RESOURCES (DEVIATION) (JAN 2011)

  (a) The contractor shall protect the confidentiality, integrity, and availability of NASA Electronic Information and IT resources and protect NASA Electronic Information from unauthorized disclosure.

  (b) This clause is applicable to all NASA contractors and sub-contractors that process, manage, access, or store unclassified electronic information, to include Sensitive But Unclassified (SBU) information, for NASA in support of NASA's missions, programs, projects and/or institutional requirements. Applicable requirements, regulations, policies, and guidelines are identified in the Applicable Documents List (ADL) provided as an attachment to the contract. The documents listed in the ADL can be found at: http://www.nasa.gov/offices/ocio/itsecurity/index.html. For policy information considered sensitive, the documents will be identified as such in the ADL and made available through the Contracting Officer.

  (c) Definitions.

    
(1) IT resources means any hardware or software or interconnected system or subsystem of 
equipment, that is used to process, manage, access, or store electronic information.
   
(2) NASA Electronic Information is any data (as defined in the Rights in Data clause of this 
contract) or information (including information incidental to contract administration, such as 


financial, administrative, cost or pricing, or management information) that is processed, managed, 
accessed or stored on an IT system(s) in the performance of a NASA contract.
   
(3) IT Security Management Plan--This plan shall describe the processes and procedures that will 
be followed to ensure appropriate security of IT resources that are developed, processed, or used 
under this contract. Unlike the IT security plan, which addresses the IT system, the IT Security 
Management Plan addresses how the contractor will manage personnel and processes associated 
with IT Security on the instant contract.
  
(4) IT Security Plan--this is a FISMA requirement; see the ADL for applicable requirements. The 
IT Security Plan is specific to the IT System and not the contract. Within 30 days after award, the 
contractor shall develop and deliver an IT Security Management Plan to the Contracting Officer; 
the approval authority will be included in the ADL. All contractor personnel requiring physical or 
logical access to NASA IT resources must complete NASA's annual IT Security Awareness 
training. Refer to the IT Training policy located in the IT Security Web site at 
https://itsecurity.nasa.gov/policies/index.html.

  (d) The contractor shall afford Government access to the Contractor's and subcontractors' facilities, installations, operations, documentation, databases, and personnel used in performance of the contract. Access shall be provided to the extent required to carry out a program of IT inspection (to include vulnerability testing), investigation and audit to safeguard against threats and hazards to the integrity, availability, and confidentiality of NASA Electronic Information or to the function of IT systems operated on behalf of NASA, and to preserve evidence of computer crime.

  (e) At the completion of the contract, the contractor shall return all NASA information and IT resources provided to the contractor during the performance of the contract in accordance with 

retention documentation available in the ADL. The contractor shall provide a listing of all NASA Electronic information and IT resources generated in performance of the contract. At that time, the contractor shall request disposition instructions from the Contracting Officer. The Contracting Officer will provide disposition instructions within 30 calendar days of the contractor's request. Parts of the clause and referenced ADL may be waived by the contracting officer, if the contractor's ongoing IT security program meets or exceeds the requirements of NASA Procedural Requirements (NPR) 2810.1 in effect at time of award. The current version of NPR 2810.1 is referenced in the ADL. The contractor shall submit a written waiver request to the Contracting Officer within 30 days of award. The waiver request will be reviewed by the Center IT Security Manager. If approved, the Contractor Officer will notify the contractor, by contract modification, which parts of the clause or provisions of the ADL are waived.

  (f) The contractor shall insert this clause, including this paragraph in all subcontracts that process, manage, access or store NASA Electronic Information in support of the mission of the Agency.

(End of clause)

I.6
1852.215-84 Ombudsman (NOV 2011) 
  (a)  An ombudsman has been appointed to hear and facilitate the resolution of concerns from offerors, potential offerors, and contractors during the preaward and postaward phases of this acquisition. When requested, the ombudsman will maintain strict confidentiality as to the source of the concern. The existence of the ombudsman is not to diminish the authority of the contracting officer, the Source Evaluation Board, or the selection official. Further, the ombudsman does not participate in the evaluation of proposals, the source selection process, or the adjudication of formal contract disputes. Therefore, before consulting with an ombudsman, interested parties must first address their concerns, issues, disagreements, and/or recommendations to the contracting officer for resolution. 

  (b)  If resolution cannot be made by the contracting officer, interested parties may contact the installation ombudsman, whose name, address, telephone number, facsimile number, and e-mail address may be found at: http://prod.nais.nasa.gov/pub/pub_library/Omb.html. Concerns, issues, disagreements, and recommendations which cannot be resolved at the installation may be referred to the Agency ombudsman identified at the above URL.  Please do not contact the ombudsman to request copies of the solicitation, verify offer due date, or clarify technical requirements.  Such inquiries shall be directed to the Contracting Officer or as specified elsewhere in this document.
(End of clause)
I.7
1852.225-71 RESTRICTIONS ON FUNDING ACTIVITY WITH CHINA (FEB 2012)
  (a) Definition - “China” or “Chinese-owned company” means the People’s Republic of China, any company owned by the People’s Republic of China or any company incorporated under the laws of the People’s Republic of China.

  (b) Public Laws 112-10, Section 1340(a) and 112-55, Section 539, restrict NASA from contracting to participate, collaborate, coordinate bilaterally in any way with China or a Chinese-owned company using funds appropriated on or after April 25, 2011.  Contracts for commercial and non developmental items are exempted from the prohibition because they constitute purchase of goods or services that would not involve participation, collaboration, or coordination between the parties. 

  (c) This contract may use restricted funding that was appropriated on or after April 25, 2011.  The contractor shall not contract with China or Chinese-owned companies for any effort related to this contract except for acquisition of commercial and non-developmental items. If the contractor anticipates making an award to China or Chinese-owned companies, the contractor must contact the contracting officer to determine if funding on this contract can be used for that purpose.

  (d) Subcontracts - The contractor shall include the substance of this clause in all subcontracts made hereunder. 

(End of clause)
I.8
1852.227-11 Patent Rights--Retention by the Contractor (Short Form)
   As prescribed at 1827.303-70(a), modify the clause at FAR 52.227-11 by adding the following subparagraph (5) to paragraph (c) of the basic clause; adding the following subparagraph (6) to paragraph (c); and using the following subparagraph (k)(2) in lieu of subparagraph (k)(2) of the basic clause:

   (c)(5) The Contractor may use whatever format is convenient to disclose subject inventions required in subparagraph (c)(1). NASA prefers that the contractor use either the electronic or paper version of NASA Form 1679, Disclosure of Invention and New Technology (Including Software) to disclose subject inventions.  Both the electronic and paper versions of NASA Form 1679 may be accessed at the electronic New Technology Reporting Web site http://invention.nasa.gov.

(End of addition)

   (c)(6) The Contractor shall provide the Contracting Officer the following:

            (i)    A listing every 12 months (or such longer period as the Contracting Officer may specify) from the date of the contract, of all subject inventions required to be disclosed during the period.

            (ii)   A final report prior to closeout of the contract listing all subject inventions or certifying that there were none.

            (iii)   Upon request, the filing date, serial number and title, a copy of the patent application, and patent number and issue date for any subject invention in any country in which the contractor has applied for patents.

            (iv)  An irrevocable power to inspect and make copies of the patent application file, by the Government, when a Federal Government employee is a coinventor.

(End of addition)

   (k)(2) The Contractor shall include the clause in the NASA FAR Supplement at 1852.227-70, New Technology, suitably modified to identify the parties, in all subcontracts, regardless of tier, for experimental, developmental, research, design, or engineering work to be performed by other than a small business firm or nonprofit organization.

(End of substitution)
I.9
1852.237-72 ACCESS TO SENSITIVE INFORMATION (JUN 2005)

  (a) As used in this clause, “sensitive information” refers to information that a contractor has developed at private expense, or that the Government has generated that qualifies for an exception to the Freedom of Information Act, which is not currently in the public domain, and which may embody trade secrets or commercial or financial information, and which may be sensitive or privileged.  

  (b) To assist NASA in accomplishing management activities and administrative functions, the Contractor shall provide the services specified elsewhere in this contract.  

  (c) If performing this contract entails access to sensitive information, as defined above, the Contractor agrees to – 

(1) Utilize any sensitive information coming into its possession only for the purposes of performing the services specified in this contract, and not to improve its own competitive position in another procurement.

(2) Safeguard sensitive information coming into its possession from unauthorized use and disclosure. 

(3) Allow access to sensitive information only to those employees that need it to perform services under this contract.  

(4) Preclude access and disclosure of sensitive information to persons and entities outside of the Contractor’s organization.

(5) Train employees who may require access to sensitive information about their obligations to utilize it only to perform the services specified in this contract and to safeguard it from unauthorized use and disclosure. 

(6) Obtain a written affirmation from each employee that he/she has received and will comply with training on the authorized uses and mandatory protections of sensitive information needed in performing this contract.

(7) Administer a monitoring process to ensure that employees comply with all reasonable security procedures, report any breaches to the Contracting Officer, and implement any necessary corrective actions.

  (d) The Contractor will comply with all procedures and obligations specified in its Organizational Conflicts of Interest Avoidance Plan, which this contract incorporates as a compliance document.

  (e) The nature of the work on this contract may subject the Contractor and its employees to a variety of laws and regulations relating to ethics, conflicts of interest, corruption, and other criminal or civil matters relating to the award and administration of government contracts.  Recognizing that this contract establishes a high standard of accountability and trust, the Government will carefully review the Contractor’s performance in relation to the mandates and restrictions found in these laws and regulations. Unauthorized uses or disclosures of sensitive information may result in termination of this contract for default, or in debarment of the Contractor for serious misconduct affecting present responsibility as a government contractor.

  (f) The Contractor shall include the substance of this clause, including this paragraph (f), suitably modified to reflect the relationship of the parties, in all subcontracts that may involve access to sensitive information

(End of clause)
I.10
1852.237-73 Release of Sensitive Information (JUN 2005) 

  (a) As used in this clause, "Sensitive information" refers to information, not currently in the public domain, that the Contractor has developed at private expense, that may embody trade secrets or commercial or financial information, and that may be sensitive or privileged.

  (b) In accomplishing management activities and administrative functions, NASA relies heavily on the support of various service providers. To support NASA activities and functions, these service providers, as well as their subcontractors and their individual employees, may need access to sensitive information submitted by the Contractor under this contract. By submitting this proposal or performing this contract, the Contractor agrees that NASA may release to its service providers, their subcontractors, and their individual employees, sensitive information submitted during the course of this procurement, subject to the enumerated protections mandated by the clause at 1852.237-72, Access to Sensitive Information.

  (c) 
(1) The Contractor shall identify any sensitive information submitted in support of this proposal 
or in performing this contract. For purposes of identifying sensitive information, the Contractor 
may, in addition to any other notice or legend otherwise required, use a notice similar to the 
following:


Mark the title page with the following legend:


This proposal or document includes sensitive information that NASA shall not disclose outside 
the Agency and its service providers that support management activities and administrative 
functions. To gain access to this sensitive information, a service provider's contract must contain 
the clause at NFS 1852.237-72, Access to Sensitive Information. Consistent with this clause, the 
service 
provider shall not duplicate, use, or disclose the information in whole or in part for any 
purpose other than to perform the services specified in its contract. This restriction does not limit 
the Government's right to use this information if it is obtained from another source without 
restriction. The information subject to this restriction is contained in pages [insert page numbers 
or other identification of pages]. Mark each page of sensitive information the Contractor wishes 
to restrict with the following legend:


Use or disclosure of sensitive information contained on this page is subject to the restriction on 
the title page of this proposal or document.

(2) The Contracting Officer shall evaluate the facts supporting any claim that particular information is "sensitive." This evaluation shall consider the time and resources necessary to protect the information in accordance with the detailed safeguards mandated by the clause at 1852.237-72, Access to Sensitive Information. However, unless the Contracting Officer decides, with the advice of Center counsel, that reasonable grounds exist to challenge the Contractor's claim that particular information is sensitive, NASA and its service providers and their employees shall comply with all of the safeguards contained in paragraph (d) of this clause.

  (d) To receive access to sensitive information needed to assist NASA in accomplishing management activities and administrative functions, the service provider must be operating under a contract that contains the clause at 1852.237-72, Access to Sensitive Information. This clause obligates the service provider to do the following:

(1) Comply with all specified procedures and obligations, including the Organizational Conflicts of Interest Avoidance Plan, which the contract has incorporated as a compliance document.

(2) Utilize any sensitive information coming into its possession only for the purpose of performing the services specified in its contract.

(3) Safeguard sensitive information coming into its possession from unauthorized use and disclosure.

(4) Allow access to sensitive information only to those employees that need it to perform services under its contract. 

(5) Preclude access and disclosure of sensitive information to persons and entities outside of the service provider's organization.

(6) Train employees who may require access to sensitive information about their obligations to utilize it only to perform the services specified in its contract and to safeguard it from unauthorized use and disclosure. 

(7) Obtain a written affirmation from each employee that he/she has received and will comply with training on the authorized uses and mandatory protections of sensitive information needed in performing this contract.

(8) Administer a monitoring process to ensure that employees comply with all reasonable security procedures, report any breaches to the Contracting Officer, and implement any necessary corrective actions.

  (e) When the service provider will have primary responsibility for operating an information technology system for NASA that contains sensitive information, the service provider's contract shall include the clause at 1852.204-76, Security Requirements for Unclassified Information Technology Resources. The Security Requirements clause requires the service provider to implement an Information Technology Security Plan to protect information processed, stored, or transmitted from unauthorized access, alteration, disclosure, or use. Service provider personnel requiring privileged access or limited privileged access to these information technology systems are subject to screening using the standard National Agency Check (NAC) forms appropriate to the level of risk for adverse impact to NASA missions. The Contracting Officer may allow the service provider to conduct its own screening, provided the service provider employs substantially equivalent screening procedures.

  (f) This clause does not affect NASA's responsibilities under the Freedom of Information Act.

  (g) The Contractor shall insert this clause, including this paragraph (g), suitably modified to reflect the relationship of the parties, in all subcontracts that may require the furnishing of sensitive information. 

(End of clause)

[END OF SECTION]

I-5

