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The following PWS sections define services that represent significant integration points with ACES:

1. 3.1 – Corporate Network Services (Internet Protocol Address Management (IPAM), Remote Access Services (RAS), Network Timing Protocol (NTP), and Guest Network Services)

2. 3.4 – Corporate Data Services (Routed Data, Firewall Services, Proxy Services, and Layer 2 VPN Services)

3. 4.x.1 – Center and Associated Component Facility Cable Plant Services

Additionally, specific ACES and NICS integration requirements are located in PWS sections 3.6, 3.6.1, and 4.x.1.

b. NASA Enterprise Data Center (NEDC)

This section identifies the NICS integration requirements with the NEDC contractor.  The NEDC will provide Enterprise data center services to NASA and NASA contractors.  The NICS contractor shall utilize the NEDC services.

The following PWS sections define services that represent significant integration points with NEDC: 

1. 3.1 – Corporate Network Services (Internet Protocol Address Management (IPAM), Remote Access Services (RAS), Network Timing Protocol (NTP), and Guest Network Services)

2. 3.4 – Corporate Data Services (Routed Data, Data Center Networks, Firewall Services, Proxy Services, and Layer 2 VPN Services)

3. 4.x.1 – Center and Associated Component Facility Cable Plant Services

Additionally, specific NEDC and NICS integration requirements are located in PWS section 3.4.2.

c. Enterprise Applications Service Technologies (EAST)

This section identifies the NICS integration requirements with the EAST contractor.  The EAST contract includes support of existing operational applications and systems, as well as improvements and additions to existing capabilities.  

The following PWS sections define services that represent significant integration points with EAST: 

1. 3.1 – Corporate Network Services (Internet Protocol Address Management (IPAM), Remote Access Services (RAS), Network Timing Protocol (NTP), and Guest Network Services)

2. 3.4 – Corporate Data Services (Routed Data, Firewall Services, Proxy Services, and Layer 2 VPN Services)
Additionally, specific EAST and NICS integration requirements are located in PWS sections 3.4.1 and 3.6.1.

d. Web Enterprise Services Technologies (WEST)

The WEST contract includes public website hosting, Web content management and integration, and support of other website services.  

The following PWS section defines services that represent significant integration points with WEST:  3.1.1 – Internet Protocol Address Management (IPAM)
e. Enterprise Service Desk (ESD) and Enterprise Service Request System (ESRS)

This section identifies the NICS integration requirements with the ESD/ESRS contractor. The ESD/ESRS contract provides Tier 0/1 Help Desk support services (ESD) in response to reported I3P incidents and problems and provides an integrated service ordering capability (ESRS) for all I3P services.  The NICS contractor shall utilize the ESD/ESRS services.

The following PWS sections define services that represent significant integration points with ESD/ESRS: 
1. 3.1 – Corporate Network Services (Internet Protocol Address Management (IPAM), Remote Access Services (RAS), Network Timing Protocol (NTP), and Guest Network Services)

2. 3.4 – Corporate Data Services (Routed Data, Firewall Services, Proxy Services, and Layer 2 VPN Services)

3. 4.x.1 – Center and Associated Component Facility Cable Plant Services

Additionally, specific ESD/ESRS and NICS integration requirements are located in PWS sections 3.6.6, 3.10.2, 5.1, 5.2, 5.3, and 5.4.

The contractor shall ensure that NICS successfully interfaces with all other I3P contracts/ contractors as delineated in the clause entitled “Associate Contractor Agreements” and all touch points for the successful accomplishment of NICS I3P objectives.  The contractor shall meet the requirements as delineated in Attachment J-1, Appendix A, Cross Functional Performance Work Statement, and the following DRDs:

a. DRD 1294CF-001, Information Security Management Plan 
b. DRD 1294CF-002, Information Technology (IT) System Security Plan 
c. DRD 1294CF-003, Service Asset & Configuration Management (SACM) Plan 
d. DRD 1294CF-004, Release and Deployment Management (RDM) Plan

e. DRD 1294CF-005, Application Inventory (AI) Report
f. DRD 1294CF-006, Capacity Management Plan
g. DRD 1294CF-007, Service and Component Capacity Report

h. DRD 1294CF-008, Availability Management (AM) Plan
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