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The purpose of this amendment is to provide answers to question 60 and update the answers to questions 37 and 44.  The attached Request for Proposal (RFP) has been updated to reflect the following changes:

	
	LIST OF CHANGES 

	1
	Update Contract Attachment J-7, Data Requirement Description DRD 1.8-a, IMOC Security Management Plan with clarifying language 

	2
	Update Contract Attachment J-7, Data Requirement Description DRD 4.1, IMOC Training Quality Reports block 7, Interrelationships.



	 RID # Rec/Ans
	QUESTION/ANSWER

	37 Q


	OCI – USA believes that some fine-tuning of the IMOC SOW language will be necessary to eliminate any ambiguity as to our role relative to requirements and capability development so as to eradicate even the appearance of OCI. USA would expect to work with NASA to edit the SOW as necessary to eliminate OCI to the extent possible. The focus or our concern is predominantly in the introduction area to the SOW where a few statements describing USA’s role might be misinterpreted and mischaracterized if read by third parties

	37 A


	We agree that further discussion about OCI is needed. NASA is also working on OCI mitigation plans and will make this available when completed.  NASA intends to establish a technical library of documentation (requirements, processes, work instruction) which will be available to potential future bidders on contracts to mitigate the unequal access to information which is an OCI concern.

	44 Q


	On SPOC, USA has been in discussions with NASA (Procurement, Security, and the COTR) since contract inception in attempt to define, interpret and clarify security requirements related to this NPR. A number of requirements in the NPR are significant cost drivers, particularly the Chapter 4 and 5 requirements, and depending on interpretation cost estimates vary widely. One of the more significant areas involves Chapter 5 which addresses Classified National Security and Sensitive but Unclassified (SBU) Information Management. From coordination with the NASA SPOC TMR for Security, our understanding of the “requirements” as identified concerning protection and marking of SBU in this section cannot be implemented.  USA needs additional NASA implementation direction in order to provide a viable cost estimate.  

	44 A


	The data owner is MOD management (e.g. MOD Dir, MOD Division Chief).  MOD management will set-up guidelines when SBU can be shared.  The management will appoint point-of-contact personnel.  The rights to view data can be granted by group relationship.  If the employee is working on a project, the employee is granted access to the SBU data to do the work related function.  MOD management will not have to formally approve each of these accesses.  The granting of access to SBU data happens after employee has been cleared by NASA OSPP policies and procedures.  The employee can’t be verbally granted SBU access if the data is not related to their work function.  Some data can be protected in the IT resources by access control (e.g. password and ID).  Other times, data must be stored encrypted.  For example, export control data would be one area that requires higher security for data storage. 

The implementation of the IT Security requirements related to SBU should not be “significant cost drivers” because the contractor will be using MOD’s processes.   The JSC CIO will be available to discuss implementation upon request.  The Security Plan DRD should reference NPR 2810.1A for the IT Security requirements and SATERN Training classes shall be used to satisfy the IT Security training requirements.  This DRD is updated in amendment 3.

Based on these clarifications, please propose your best estimate along with assumptions of the cost in your BOE for implementation beginning at the start of the contract.

Include in your assumptions the following:

1. ISS processes relative to export control and SBU will continue to work as they do now.

2. The number of documents that will be SBU for Cx will be relatively small (1000 or less).



	60 Q


	IMOC DRD 4.1 Training Quality Reports will be replaced by STAR.  No Trng Quality reports will be required until 2011 for ISS (Cx Training will have just begun).  STAR delivery is supposed to be 2009.  Is it worthwhile to have the DRD if it will never be used.  Current SPOC processes cover the ISS and SSP training programs in 2009/10.



	60 A


	The following note will be put in block #7 Interrelationships of DRD 4.1:

Note: This DRD may be initially satisfied by the corresponding SPOC deliverable.  If the SPOC deliverable is utilized, another deliverable that meets all the requirements in this DRD will be required after SPOC, October 1, 2010. When this capability is covered by STAR, the IMOC DRD 4.1 Training Quality Reports will no longer be required.




