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FAR (48 CFR) 53.243
QUESTIONS/ANSWERS

Question 1.  Page 27, Solicitation Document Part 7C, Section II, Cost/Price Proposal - 1. In (6) you state that the vendor should complete blocks 23, 24 and 26 on the SF 1449 supplied.  In block 26 on the SF 1449 supplied, it says “Total award Amount (For Govt. Use Only).  Should the vendor actually leave that block blank?

Answer 1.  The requirement to complete Block 26 on the SF 1449 has been deleted.  Please see revised SF 1449, page 27, paragraph 6.  
Question 2.   Page 27 - 28, Solicitation Document Part 7C, Section III, Past Performance Proposal - 1. In (1) you state that the references should submit the completed questionnaires (maximum 5) directly to the CO by the proposal due date and the next sentence says the offerors may fax completed questionnaires or mail to the address provided.  May we recommend that the offeror be allowed to submit the questionnaires and therefore have control over meeting the requirement for submission by the due date? 

Answer 2.  Offerors may submit with their proposal a list of the references that are expected to submit questionnaires to the C.O.  References shall complete the questionnaires and submit to the contracting officer via fax, email, or mail.  Offerors may query the contracting officer to ensure all questionnaires have been received.  The contracting officer will follow up with references for missing questionnaires as necessary.  

Question 3.  Page 27 - 28, Solicitation Document Part 7C, Section III, Past Performance Proposal - In (2) you ask for a “list” of no more than (3) contracts completed within the past (3) years which clearly demonstrates the offeror’s performance relevant to the requirement and all (?) contracts and subcontracts currently in process.  Can you be more clear on what the requirement is for Past Performance?

Answer 3.  Page 28, paragraph (2) of the SF 1449 has been revised to now read, “The offeror shall provide a list of no more than five (5) current contracts or contracts completed within the past three years, which clearly demonstrates the offeror’s performance relevant to the requirements.”    
Question 4.  Page 3, Attachment A, PWS 1.0 Introduction - 1. Here you state a requirement “for networkable MFD’s that come equipped to perform copy, print, scan and fax”.  Is fax an option or a mandatory on all units but just priced separately?

Answer 4.  Section 1.0 Introduction defines capabilities of the MFD units.  Section 3.0 Technical Requirements specifies the mandatory minimum features and optional features for all MFDs.  The Fax feature is not mandatory on all units.  It is an optional item and is to be priced separately. A MFD unit must be able to accept the Fax feature when it is requested by a TM. 

Question 5.  Page 3, Attachment A, PWS 1.0 Introduction - 2. If all MFD’s are networkable, but only a percentage of the units are projected to be networked at some of the sites (attachment H, Exhibit 6), what is the government’s plan for networking the remaining units?  Not having all of the units networked limits the benefits to the government derived from remote management technology (i.e. performance monitoring, automatic supply replenishment, invoice accuracy / consistency through remote meter collection, etc.), increases the cost to NASA to support manually and would negatively impact the vendor’s ability to maximize workgroup cost benefit analysis for purposes of consolidating office equipment.

Answer 5.  It is NASA's desire to network most MFDs; however, it will be dependant upon situations such as, customer requirements, machine location, availability of network connectivity and security.  The current network projections for the contract period are provided in RFP Exhibit #6.  These numbers are estimates for RFP purposes.
Question 6.  Page 11, Attachment A, PWS 2.6 Performance - 1. Would NASA consider having the downtime calculation done on a quarterly basis and having the 95% average apply across the fleet?  This would greatly minimize the amount of variation in invoicing month-to-month.  This also would be consistent with the pooling of total volume from site to site with quarterly reconciliation of any overage across the fleet.

Answer 6.  No.  The NASA billing structure is based on full cost recovery.  Individual MFD units are charged to individuals, organizations, and projects on a monthly basis.  

Question 7.  Page 11, Attachment A, PWS 3.0 Technical Requirements - 1. "Repairs on equipment can be made with refurbished or remanufactured parts that meet the same quality and performance standards of new parts". Would NASA amend this to say that parts must be manufactured and supplied by the Original Equipment Manufacturer? A replacement fuser or Xerographic module provided by a third party would not necessarily break down more often and be detected in your downtime metric, but would experience degradation in output quality. This happens many times when third party replacement ink cartridges or toner cartridges are used in printers. The breakdowns do not increase (the uptime metric is met) but the quality of the output is diminished - a much more subjective measurement. As NASA does a lot of high quality photographic and engineering output, requiring replacement parts from the manufacturer would ensure the best quality. 

Answer 7.  NASA recognizes the concern; however, after additional review and evaluation, it has chosen not to amend the PWS.

Question 8.  Page 11, Attachment A, PWS 3.0 Technical Requirements - 1. "The MFD Contractor shall provide, install and test drivers at each networked-customer's desktop." As there is no information provided in the specification regarding the scope of this activity that would allow a vendor to assess the manpower necessary to physically install drivers at each desktop and assuming there are thousands, this requirement would lead to an unnecessarily costly option for NASA. MFD print drivers are no different than HP print drivers in terms of loading them on the desktop. NASA does not require HP to come out and install the print drivers on every computer desktop whenever a new printer in installed. This done by the ODIN contractor/IT organization using automated desktop deployment tools or could also be done from the Windows XP CD. A recommendation would be to have the vendor work with the IT staff at each site to demonstrate/train on how to install the MFD print drivers and then utilize the same process already in place for network printer drivers, with the vendor technical team assisting as needed.

Answer 8.  The Vendor is required to work with the IT Staff at each site to install MFD Print drivers when needed.  "For all networked MFD units installed, the Contractor shall coordinate with the appropriate Center Technical Monitor and the network provider(s) at each NASA site to ensure the installation and successful operation of network-connected MFD and its applicable software and drivers with minimal disruption."  

Question 9.  Page 13, Attachment A, PWS 3.0 Technical Requirements - Given the very low volume for VB1 (1000 copies per month) and the large number of machines in this band, NASA could save a large amount of money by providing its end users with an alternate device in VB1 that had similar features and speeds but was a desktop model that handled up to legal paper only. This device would likely be half the cost of an 11" x 17" equipped VB1 machine. Would NASA consider allowing vendors to provide a VB1a (up to 11" x 17") and VB1b (up to 8.5" x 14") option and letting the TM decide whether they would place the 1a or 1b option. NASA could potentially save a significant amount of money.

Answer 9.  NASA considered this scenario during requirements development and determined that the minimum requirements would be 11 x 17 for all Low-Volume Band Equipment.   No change to PWS.

Question 10.  Page 15, Attachment A, PWS 3.1.3 Facsimile Minimum Requirements - 1. "Paperless faxing by forwarding inbound faxes to receivers via e-mail". To provide this feature in volume (rerouting faxes to many different e-mail addresses), most vendors require the addition of a Fax server. We assume the government understands that there would be an incremental cost to acquire a network fax server and it would require a coordinated effort with the IT department. This capability is also often accomplished by utilizing a sophisticated PBX or telephone switch without the requirement for integration with an MFD.

Answer 10.  PWS paragraph 3.1.3 delete "Fax to e-mail"

Question 11.  Page 15, Attachment A, PWS 3.2.2 Color Equipment Minimum Requirements - 1. Is there a minimum paper capacity for color bands 1, 2 and 3?

Answer 11.  Paragraph 3.2.2 Color Equipment Minimum Requirements - Add "Minimum of two (2) adjustable paper trays with capacity up to 250 sheets"

Question 12.  Page 17, Attachment A, PWS 3.3 Networked Requirements - 1. Can NASA explain why Bluetooth is listed as a requirement for MFDs? There is no Bluetooth profile for MFD devices and hence there would not likely be a common function set in the marketplace from vendor to vendor. Additionally, most communication from the desktop to MFDs is done via a wired or wireless network (802.11b/g) and typically not via Bluetooth.

Answer 12.  Paragraph 3.3 Networked Requirements - Print (print driver option) requirements:  Delete "and Bluetooth"

Question 13.  Page 17, Attachment A, PWS 3.3 Networked Requirements - Under security features, the RFP suggests that Disk overwrite is an optional feature. On the same page 17, the RFP references several standards which is says vendors must comply with. One of those standards is NPR 1600.1 NASA Security Program Procedural Requirements. Chapter 3 of this document starting on page 22 discusses in great detail the need for disk overwrite when dealing with sensitive information. In order to ensure compliance with this standard, NASA should make disk overwrite a mandatory option on all networked units. This is typically a very low cost option and would ensure the appropriate safeguards are in place to protect NASA information.  In addition, Attachment B, Section D suggests that a very small percentage of the total estimated number of units required will be equipped with the data overwrite security feature.  According to NPR 1600.1, shouldn’t they all be equipped?

Answer 13.  The requirement has once again been reviewed by IT Security for compliance with NASA IT security standards and guidelines.  It has been determined that the original requirements established in the draft RFP were correct and should not have been changed, therefore, the following correction to the Final RFP will be made:  Paragraph 3.3 Networked Requirements - Security Features of MFD:  Change "Optional features to be proposed by the vendor (to include but limited to): - Disk overwrite security software features that completely delete all print, copy, scan and fax jobs that are written to the hard drive"  to read “Security software features that completely delete all print, copy, scan and fax jobs that are written to the hard drive which comply with Paragraph 3.4 IT Security Requirements.”  COST PROPOSAL PRICING TABLE:  Base Period and All Option Periods:  Part D - Separately Price Items:  Delete "Data Overwrite Security - VB 1 through VB5 and VB1 Color through VB3 Color 

Question 14.  Page 19, Attachment A, PWS 3.4.3 Prohibition of Transferring NASA Information - 1. Are all NASA sites well connected in such a manner that all subnets that will contain the print devices reachable from a single location?  This information is important in order to determine the number of fleet manager servers that will be required. 

Answer 14.  No.  NASA has reviewed the Agency’s configuration.  Each Center is configured differently.  See Paragraph 3.0 Technical Requirements, “Each NASA Center can have unique network controls.  After Contract award, the Contractor, TM and the Center IT personnel shall establish the basic configuration for network-installed MFD units to be approved by each Center.  Paragraph 3.3 Networked Requirements discusses system architecture.

Question 15.  Page 24, Attachment A, PWS 3.13 Meter Readings - 1. What is the percentage of non-networked MFD’s located in secure areas that the vendor will rely on NASA for verbal meter reads?

Answer 15.  For RFP purposes, the Contractor should use an estimating factor of 3% of the projected total number of projected non-networked MFD.  See Reference Exhibit #1 - Current Volume Band Totals, Networked Machines, Faxes and Color (Deployed as of June 30, 2006) and Exhibit #6 - Projected Number of Devices by Current Contract Volume Bands, Networked Machines, Faxes, & Color Devices                                                                                    
Question 16.  Page 24, Attachment A, PWS 3.13 Meter Readings - 2. Would NASA find acceptable / show preference to technology that operates similar to cellular telephones attached to the non-networked MFDs that would negate the need / additional cost for manual reads at each non-networked MFD by automatically communicated meter information to a server?

Answer 16.  Such technological offerings would be evaluated in accordance with SF 1449, Page 29 Paragraph 7. D. Solicitation Provisions FAR 52.212.2 Evaluation - Commercial Items (Jan 1999) (a) 4. A. Technical Capability/Performance:  “Equipment features performing simultaneously without delay.  Equipment exceeding minimum technical requirements as prescribed in the Performance Work Statement Sections 3.0 and service levels offering better than four hour response time.  Offering new and improved and/or evolving office management technology.”  

Question 17.  Page 27, Attachment A, PWS 4.0 Optional Requirements - 1. Is this the same as 4.0 “Additional Requirements” on attachment E, Proposal Response Check sheet?  If so, is the requirement for description of attachment B, section D, Separately Priced Items?

Answer 17.  PROPOSAL RESPONSE CHECKSHEET - MFD PWS Section 4.0 Change "Additional Requirements" to read "Optional Requirements” Paragraph 4.1 - Paper and Delivery - This is a separately priced item under attachment B, section E - Copier Paper (delivery to each copier).  The vendor may include additional equipment options by listing the options, including the pricing information, in an Excel format consistent with Attachment B.
Question 18.  Exhibit #4, Workload History (Annual Averages) - Can you validate the number of moves listed for LaRC?  With a total population of 233 (with the color units), that seems extraordinarily high (33%).  Was this a one-time event like a building renovation or is this the average over the contract?

Answer 18.  LaRC history reflects a major Center reorganization.  Such unplanned moves will occur during the life of this contract.

Question 19.  Page 3, Attachment E, Proposal Response Check sheet 4.3 Energy Savings - 1. Missing from the Check sheet.

Answer 19.  PROPOSAL RESPONSE CHECKSHEET - MFD PWS Section 4.0 Add paragraph "4.3 Energy Savings"

Question 20.  Miscellaneous - 1. Are the Data Requirements List and DRD 1-11 informational only or are they to be incorporated somewhere in the response?  If so, can you give instructions on how they are to be used?  Should DRD 11, line item 7 still reference “degaussing MFD units” when it’s been deleted from the requirement and replaced with “sanitizing”?

Answer 20.  Data Requirement Document Number 011 part 8. Preparation Information - Change item 7 "Degaussing MFD units" to read "Sanitizing MFD units” This change is consistent with PWS paragraph 2.5 Security Requirements

Question 21.  Miscellaneous - 2. In light of questions that still require clarification that will effect configuration and pricing, will the government consider extending the due date for responses?

Answer 21.  See SF 30 Block 14 for new due date and time.  
Question 22.  With regard to Section 3.0 of The Performance Work Statement; 'All systems shall be new or newly remanufactured to original specifications’. By denoting that the Build status of the units can be 'newly remanufactured', this gives an unfair advantage to one or two companies. In addition, 'newly remanufactured' equipment will not offer the reliability of new equipment, nor as it could be discontinued equipment, will the systems necessarily offer the very latest upgrades (software and hardware) that would otherwise be available . This is particularly pertinent with regards to your stringent security requirements. Selecting newly manufactured equipment also places an onus on NASA to verify that all installed units have a meter reading of less than 200 clicks.  We respectfully ask that NASA amend the FRFP stating that they will consider new units only.

Answer 22.   As a result of industry comments received on the Draft RFP, NASA deliberated and concluded that the increased competition would result from allowing MFD units to be “new or newly remanufactured to original specifications.”   The Contractor and the Center TM will work together to assure the meter readings are appropriate. No change to PWS.

.

Question 23.  What is the Government's responsibility for any MFD damaged while on a Government Facility?

Answer 23.  This is a fixed priced contract for commercial services.  It is the contractor’s responsibility to carry the appropriate insurance to cover any loss or damage to their equipment throughout the life of the contract.  

Question 24.  Can you please clarify when the Agency MFD contract will actually begin?  For the previous two NASA-wide contracts for these products and services, the contract began date was several months after the vendor was notified of award.  The contract start date was actually when the installation of the new equipment and phase out of the old equipment was to begin.  The RFP indicates that the period of performance is to begin on April 23, 2007, which has been indicated as the same date that the anticipated award notification to the vendor.  Is the vendor required to meet all contractual requirements the day they are notified of award before they have any time to prepare?  Obviously it takes some time to properly prepare for all the requirements of a contract this size, and it is unusual to start a period of performance before the vendor has adequate time to make the extensive preparations to meet all the requirements of this contract.  Since the current contract expires on August 1, 2007, shouldn't the actual contract period of performance start then?                                                                                                                                                                                           

Answer 24. At this time, projected contract award date is April 23, 2007.  The Phase in period will begin on contract award date through 150 days.  The successful contractor will begin contract activities such as center representative collaboration, Data Requirements Documents and Plans.  The successful contractor’s phase in plan will be approved through collaboration with the CO, COTR, Center TMs, appropriately designated Center Representatives and the incumbent contractor.
Question 25.  It would be helpful to know when NASA would like the actual phase in and installation process to start so that vendors can plan accordingly.  Also, we would like to respectfully request that the bid due date be extended slightly to allow vendors an additional weekend to complete their response.  A response to a bid this size takes extensive resources and time to complete, and since most of the work is completed during the weekend, this would allow vendors proper time to prepare a better response to NASA.  A suggested due date is Tuesday, February 27 to allow the proposal to be send via overnight delivery on Monday and arrive at Stennis the following day.  We would really appreciate if NASA could accommodate this request for a few additional days - this will make a big difference to us

Answer 25.  The actual phase in and installation will start immediately following the incorporation of the phase in plan into the contract.  The phase in period will begin on contract award date through 150 days.  See SF 30 Block 14 for new due date and time.  
Question 26.  Obviously it takes some time to properly prepare for all the requirements of a contract this size, and it is unusual to start a period of performance before the vendor has adequate time to make the extensive preparations to meet all the requirements of this contract.  Since the current contract expires on August 1, 2007, shouldn't the actual contract period of performance start then?  It would be helpful to know when NASA would like the actual phase in and installation process to start so that vendors can plan accordingly.

Answer 26.  See answer #24 above .
Question 27.  Will the IT Security Plan require any type of DIACAP support?

Answer 27.  No

Question 28.  Please confirm that all Security Plans and Risk Assessments required under Section F of the Solicitation Document are not due until after award of business.

Answer 28.  The requirements of RFP 1449 Paragraph 5. F- Clauses Incorporated in Full Text – NFS 1852.204-76, Security Requirements for Unclassified Information Technology Resources (Nov 2004) [Deviation], shall be submitted with the contractor’s proposal.  A satisfactory IT Security Plan is part of the baseline requirement as defined in the SF 1449, Paragraph 7.D. – Solicitation provisions FAR 52.212-2 Evaluation—Commercial Items (Jan 1999) (Tailored), Paragraph (a) 1) B) Satisfactory IT Security Plan.  
Question 29.  To provide the best possible support for the Security requirement section F. NFS 1852.204-76 (Nov 2004) [Deviation] contained solicitation number NNX07179948R, please clarify your expectations on the vendor's submission of this document in order for the vendor to offer the best security support possible.  See answer 28 for additional information.  
Answer 29.  Each vendor shall propose their security plan to comply with the guidance provided under NFS 1852.204-76, Security Requirements for Unclassified Information Technology Resources.    

Question 30.  Section NFS 1852.204-76, titled Security Requirements for Unclassified Technology Resources (November 2004[Deviation]), requires a security plan that is compliant with NIST Special Publications 800-18, 800-63, 800-26 FIPS 199 and FIPS 200.  We are fully prepared to support NASA with these requirements and would like a better understanding of our role in this security plan.

Answer 30.  An offeror may develop an IT Security Plan that covers all MFD's across all Centers or an Individual Center plan can be developed.  In either case, the vendor is responsible for developing a plan that complies with NFS 1852.204-76 Security Requirements for Unclassified Information Technology Resources (Nov 2004) [Deviation] and the NIST Publication.

Question 31.  After careful study of the requirements outlined in the NIST and FIPS documentation, we request clarification of the specific security target the security plan will be created for.  If the requirements outlined in Section NFS 1852.204-76 titled Security Requirements for Unclassified Technology Resources, are specifically designed for internal NASA usage, we are ready to provide NASA with technical support.  The system technical information and engineering technical support will provide the back up documentation needed to assist NASA in the creation of a security plan.

Answer 31.  See Answer 30.  
Question 32.  Is NASA currently operating on an IPv4 or an IPv6 network? If IPv4, do you plan on upgrading to IPv6 during this contract term?

Answer 32.  IP4 is the current standard.  NASA will support IP6 in the future but does not have a specific target date.

Question 33.  How many IP addresses will this engagement involve?

Answer 33.  It is dependent on the number of networked machines. 

Question 34.  What was NASA's score on their most recent OMB evaluation?

Answer 34.  This is not applicable to this procurement.  

Question 35.  Will NASA require separate bids for each task order?

Answer 35.  No - The Contract pricing provided applies to all Centers and will be used by NASA to price future task orders.  
Question 36.  Attachment G references 15 NASA Centers.  Does this equal the total number of site IT Security Plans that are required for delivery?

Answer 36.  See Answer 30.
Question 37.  The solicitation, Section G Task Orders.  May task orders be issued for additional security services other than the IT Security Plan and Risk Assessments? If so are the costs associated with the Task Order independent from the original bid?  What process is in place to assure that multiple task orders issued at each of each the Centers do not have conflicting completion dates?

Answer 37.  No.  The performance period of each task order will coincide with the performance period detailed in the SF 1449, page 4, paragraph 2, Period of Performance.    

Question 38.  NASA is planning to network 1,386 vendor printers. Will they be integrated into existing IT systems at each site or on a separate system?

Answer 38.  Each Center has it own Network and some Centers have several Networks. They are not necessarily inter-connected.  The MFD's will integrate into each Center's network infrastructure.

Question 39.  If the plan is to integrate the print servers, printers and faxes to existing LANs at the NASA sites, then:  
Answer 39.  There is no answer for question 39 only; however, questions 40-44 are inquiries (or subsets) relative to question 39.  

Question 40.  Have the IT systems, including the supporting networks that will accommodate new printers, been certified and accredited?

Answer 40.  After Contract award the vendor will be able to obtain this information from each Center.  The information is not necessary to respond to this solicitation.  
Question 41.  Were they certified by “Site” or by “Type”?

Answer 41.  See Answer 40.
Question 42.  How many Certifications - related Sites or Types - are in the NASA IT system?

Answer 42.  See Answer 40.
Question 43.  How long has it been since the last accreditation?

Answer 43.  See Answer 40.
Question 44.  What is the NASA score with FISMA?

Answer 44.  NASA’s FISMA score is not necessary to respond to this solicitation.  
Question 45.  Would NASA provide high level IT architectural descriptions (text and/or graphics) by Site or Type (if the site architectures are uniform) to determine the presence or absence of security devices and services in place, such as firewalls, IDSs, encryption and other security related services such as password administration.
Answer 45.  See Answer 40.  
Question 46.  Would NASA provide the certification boundaries by Site or Type to determine applicable security controls inside the boundaries? For example:   One possible boundary for the system could accommodate networked; printers, faxes,  PSTN interface (relevant for the fax interconnections), LAN, printer server(s) and workstations;  Another boundary may be configured as having inside PSTN interface, LAN, a printer server(s) and printers;  Third hypothetical boundary could accommodate printers, faxes and  server(s).

Answer 46.  The vendor’s certification boundary begins and ends with their interface to a Center's network.

Question 47.  The tasks identified in the RFP could be understood as an input to a larger C&A task. Is that understanding correct, partially correct or are the tasks a disconnected stand-alone security effort?

Answer 47.  The contractor should anticipate a stand alone C&A effort.
Question 48.  The NIST identified C&A period currently stands for 3 years. Does that mean that the major tasks identified in RFP for the IT Security Plans and Risk Assessments are conducted over a comparable period of time, with the annual reviews of ongoing efforts?

Answer 48.  Yes, unless significant changes are made that require additional C&A effort on the Vendors part.  The determination of a significant change is incumbent upon the contractor.

Question 49.  The language of Security Requirements in the RFP is applicable to a multifaceted IT system with extended functional capabilities.  For example, it covers items such as PKI Certificates, Incident Response, Contingency Plan, Security Awareness Training and so on. Should we understand that NASA requires a contractor to comply with subsets of the overall security requirements applicable to the operations of networked or individual printers at NASA sites?

Answer 49.  Yes.

Question 50.  There are major security tasks identified in the RFP applicable to all the NASA sites in general:  IT security Plans and Risk Assessment.  Would the task order for the security efforts be included in the NASA-wide implementation effort or issued by each site System Owner?
Answer 50.   IT Security requirements apply to all Centers and are included in the contract, not the individual task orders.

Question 51.  Reference:  PWS, definition of "Real-Time," and paragraph 2.0 General Requirements.  -  Real-time updates to the web-accessible database for the variety of information to be included in the database could add significant cost to the procurement.  Would the government consider allowing batch updates to the database within a fixed time period after information is received - perhaps 12 or 24 clock hours?

Answer 51.  NASA has reviewed the proposed recommendation and has elected not to change the PWS requirements as stated in PWS Paragraph 1.1 Acronyms/Definitions.

Question 52.  Reference:  PWS, paragraph 3.0 Technical Requirements.  -  The second paragraph contains a confusing sentence - "No equipment shall be delivered with no more than 200 clicks on the meter."  Please clarify what is intended by this sentence.

Answer 52.  MFD Meter counter - No more than 200 counts on the meter

Question 53.    Reference:  PWS, paragraph 3.8 Service Calls - Does the statement, "Response time on a service call begins when the call (placed by phone) is received by the Contractor" preclude receiving service calls or requests by means other than telephone? 

Answer 53.   Contractor will be responsible for responding upon receipt of telephone notification into the call center established by the Contractor

Question 54.  Reference:  PWS, paragraph 3.19, Electronic Database and Reports - We are unable to locate Paragraph 8.0, which contains the elements that are to be included in the web-accessible database.  Please clarify where we can find these elements.

Answer 54.   PWS paragraph 3.19 Electronic Database & Reports - Add  ...8.0, Data Requirements Document "001 Web Accessible Database." 

Question 55.  Reference:  PWS, paragraph 3.19, Electronic Database and Reports - It appears that the requirement for two-level authentication is satisfied by user name and password.  Is this correct?  If not, please define what is meant by "two-level."

Answer 55.  Yes, that is correct.  
Question 56.  Reference: Performance Work Statement, paragraph 3.8, Service Calls – Regarding after hours emergency service calls, are all multifunctional devices eligible for after hours emergency coverage at all times, or is there an “uplift” process by which certain devices are designated for after hours emergency coverage?

Answer 56.  Utilization of emergency service calls are rare and normally mission related.  The Technical Monitor must approve and request this level of service.  The contractor should estimate one occurrence per year; however, there is a remote possibility that there may be more.  The PWS paragraph 3.8 Service Calls, “For after-hour emergency service calls, the Contractor shall respond to and begin repairs within 2 hours after notification.”  Add: “by the Technical Monitor.”    
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