(4)
52.212-4 Contract Terms and Conditions—Commercial Items (Sept 2005) 


(a)
Inspection/Acceptance. The Contractor shall only tender for acceptance those items that conform to the requirements of this contract. The Government reserves the right to inspect or test any supplies or services that have been tendered for acceptance. The Government may require repair or replacement of nonconforming supplies or reperformance of nonconforming services at no increase in contract price. The Government must exercise its post-acceptance rights— 



(1)
Within a reasonable time after the defect was discovered or should have been discovered; and 



(2)
Before any substantial change occurs in the condition of the item, unless the change is due to the defect in the item. 


(b)
Assignment. The Contractor or its assignee may assign its rights to receive payment due as a result of performance of this contract to a bank, trust company, or other financing institution, including any Federal lending agency in accordance with the Assignment of Claims Act (31 U.S.C. 3727). However, when a third party makes payment (e.g., use of the Government wide commercial purchase card), the Contractor may not assign its rights to receive payment under this contract. 


(c)
Changes. Changes in the terms and conditions of this contract may be made only by written agreement of the parties. 


(d)
Disputes. This contract is subject to the Contract Disputes Act of 1978, as amended (41 U.S.C. 601-613). Failure of the parties to this contract to reach agreement on any request for equitable adjustment, claim, appeal or action arising under or relating to this contract shall be a dispute to be resolved in accordance with the clause at FAR 52.233-1, Disputes, which is incorporated herein by reference. The Contractor shall proceed diligently with performance of this contract, pending final resolution of any dispute arising under the contract. 


(e)
Definitions. The clause at FAR 52.202-1, Definitions, is incorporated herein by reference. 


(f)
Excusable delays. The Contractor shall be liable for default unless nonperformance is caused by an occurrence beyond the reasonable control of the Contractor and without its fault or negligence such as, acts of God or the public enemy, acts of the Government in either its sovereign or contractual capacity, fires, floods, epidemics, quarantine restrictions, strikes, unusually severe weather, and delays of common carriers. The Contractor shall notify the Contracting Officer in writing as soon as it is reasonably possible after the commencement of any excusable delay, setting forth the full particulars in connection therewith, shall remedy such occurrence with all reasonable dispatch, and shall promptly give written notice to the Contracting Officer of the cessation of such occurrence. 


(g)
Invoice. 



(1)
The Contractor shall submit an original invoice and three copies (or electronic invoice, if authorized) to the address designated in the contract to receive invoices. An invoice must include— 




(i)
Name and address of the Contractor; 




(ii)
Invoice date and number; 




(iii)
Contract number, contract line item number and, if applicable, the order number; 




(iv)
Description, quantity, unit of measure, unit price and extended price of the items delivered; 




(v)
Shipping number and date of shipment, including the bill of lading number and weight of shipment if shipped on Government bill of lading; 




(vi)
Terms of any discount for prompt payment offered; 




(vii)
Name and address of official to whom payment is to be sent; 




(viii)
Name, title, and phone number of person to notify in event of defective invoice; and 




(ix)
Taxpayer Identification Number (TIN). The Contractor shall include its TIN on the invoice only if required elsewhere in this contract. 




(x)
Electronic funds transfer (EFT) banking information. 






(A)
The Contractor shall include EFT banking information on the invoice only if required elsewhere in this contract. 





(B)
If EFT banking information is not required to be on the invoice, in order for the invoice to be a proper invoice, the Contractor shall have submitted correct EFT banking information in accordance with the applicable solicitation provision, contract clause (e.g., 52.232-33, Payment by Electronic Funds Transfer—Central Contractor Registration, or 52.232-34, Payment by Electronic Funds Transfer—Other Than Central Contractor Registration), or applicable agency procedures. 





(C)
EFT banking information is not required if the Government waived the requirement to pay by EFT. 



(2)
Invoices will be handled in accordance with the Prompt Payment Act (31 U.S.C. 3903) and Office of Management and Budget (OMB) prompt payment regulations at 5 CFR Part 1315. 


(h)
Patent indemnity. The Contractor shall indemnify the Government and its officers, employees and agents against liability, including costs, for actual or alleged direct or contributory infringement of, or inducement to infringe, any United States or foreign patent, trademark or copyright, arising out of the performance of this contract, provided the Contractor is reasonably notified of such claims and proceedings. 


(i)
Payment.— 



(1)
Items accepted. Payment shall be made for items accepted by the Government that have been delivered to the delivery destinations set forth in this contract. 



(2)
Prompt payment. The Government will make payment in accordance with the Prompt Payment Act (31 U.S.C. 3903) and prompt payment regulations at 5 CFR Part 1315. 



(3)
Electronic Funds Transfer (EFT). If the Government makes payment by EFT, see 52.212-5(b) for the appropriate EFT clause. 



(4)
Discount. In connection with any discount offered for early payment, time shall be computed from the date of the invoice. For the purpose of computing the discount earned, payment shall be considered to have been made on the date which appears on the payment check or the specified payment date if an electronic funds transfer payment is made. 



(5)
Overpayments. If the Contractor becomes aware of a duplicate contract financing or invoice payment or that the Government has otherwise overpaid on a contract financing or invoice payment, the Contractor shall immediately notify the Contracting Officer and request instructions for disposition of the overpayment. 


(j)
Risk of loss. Unless the contract specifically provides otherwise, risk of loss or damage to the supplies provided under this contract shall remain with the Contractor until, and shall pass to the Government upon: 



(1)
Delivery of the supplies to a carrier, if transportation is f.o.b. origin; or 



(2)
Delivery of the supplies to the Government at the destination specified in the contract, if transportation is f.o.b. destination. 


(k)
Taxes. The contract price includes all applicable Federal, State, and local taxes and duties. 


(l)
Termination for the Government’s convenience. The Government reserves the right to terminate this contract, or any part hereof, for its sole convenience. In the event of such termination, the Contractor shall immediately stop all work hereunder and shall immediately cause any and all of its suppliers and subcontractors to cease work. Subject to the terms of this contract, the Contractor shall be paid a percentage of the contract price reflecting the percentage of the work performed prior to the notice of termination, plus reasonable charges the Contractor can demonstrate to the satisfaction of the Government using its standard record keeping system, have resulted from the termination. The Contractor shall not be required to comply with the cost accounting standards or contract cost principles for this purpose. This paragraph does not give the Government any right to audit the Contractor’s records. The Contractor shall not be paid for any work performed or costs incurred which reasonably could have been avoided. 


(m)
Termination for cause. The Government may terminate this contract, or any part hereof, for cause in the event of any default by the Contractor, or if the Contractor fails to comply with any contract terms and conditions, or fails to provide the Government, upon request, with adequate assurances of future performance. In the event of termination for cause, the Government shall not be liable to the Contractor for any amount for supplies or services not accepted, and the Contractor shall be liable to the Government for any and all rights and remedies provided by law. If it is determined that the Government improperly terminated this contract for default, such termination shall be deemed a termination for convenience. 


(n)
Title. Unless specified elsewhere in this contract, title to items furnished under this contract shall pass to the Government upon acceptance, regardless of when or where the Government takes physical possession. 


(o)
Warranty. The Contractor warrants and implies that the items delivered hereunder are merchantable and fit for use for the particular purpose described in this contract. 


(p)
Limitation of liability. Except as otherwise provided by an express warranty, the Contractor will not be liable to the Government for consequential damages resulting from any defect or deficiencies in accepted items. 


(q)
Other compliances. The Contractor shall comply with all applicable Federal, State and local laws, executive orders, rules and regulations applicable to its performance under this contract. 


(r)
Compliance with laws unique to Government contracts. The Contractor agrees to comply with 31 U.S.C. 1352 relating to limitations on the use of appropriated funds to influence certain Federal contracts; 18 U.S.C. 431 relating to officials not to benefit; 40 U.S.C. 3701, et seq., Contract Work Hours and Safety Standards Act; 41 U.S.C. 51-58, Anti-Kickback Act of 1986; 41 U.S.C. 265 and 10 U.S.C. 2409 relating to whistleblower protections; 49 U.S.C. 40118, Fly American; and 41 U.S.C. 423 relating to procurement integrity. 


(s)
Order of precedence. Any inconsistencies in this solicitation or contract shall be resolved by giving precedence in the following order: 



(1)
The schedule of supplies/services. 



(2)
The Assignments, Disputes, Payments, Invoice, Other Compliances, and Compliance with Laws Unique to Government Contracts paragraphs of this clause. 



(3)
The clause at 52.212-5. 



(4)
Addenda to this solicitation or contract, including any license agreements for computer software. 



(5)
Solicitation provisions if this is a solicitation. 



(6)
Other paragraphs of this clause. 



(7)
The Standard Form 1449. 



(8)
Other documents, exhibits, and attachments. 



(9)
The specification. 


(t)
Central Contractor Registration (CCR). 



(1)
Unless exempted by an addendum to this contract, the Contractor is responsible during performance and through final payment of any contract for the accuracy and completeness of the data within the CCR database, and for any liability resulting from the Government’s reliance on inaccurate or incomplete data. To remain registered in the CCR database after the initial registration, the Contractor is required to review and update on an annual basis from the date of initial registration or subsequent updates its information in the CCR database to ensure it is current, accurate and complete. Updating information in the CCR does not alter the terms and conditions of this contract and is not a substitute for a properly executed contractual document. 



(2)
(i)
If a Contractor has legally changed its business name, “doing business as” name, or division name (whichever is shown on the contract), or has transferred the assets used in performing the contract, but has not completed the necessary requirements regarding novation and change-of-name agreements in FAR Subpart 42.12, the Contractor shall provide the responsible Contracting Officer a minimum of one business day’s written notification of its intention to (A) change the name in the CCR database; (B) comply with the requirements of Subpart 42.12; and (C) agree in writing to the timeline and procedures specified by the responsible Contracting Officer. The Contractor must provide with the notification sufficient documentation to support the legally changed name. 




(ii)
If the Contractor fails to comply with the requirements of paragraph (t)(2)(i) of this clause, or fails to perform the agreement at paragraph (t)(2)(i)(C) of this clause, and, in the absence of a properly executed novation or change-of-name agreement, the CCR information that shows the Contractor to be other than the Contractor indicated in the contract will be considered to be incorrect information within the meaning of the “Suspension of Payment” paragraph of the electronic funds transfer (EFT) clause of this contract. 



(3)
The Contractor shall not change the name or address for EFT payments or manual payments, as appropriate, in the CCR record to reflect an assignee for the purpose of assignment of claims (see Subpart 32.8, Assignment of Claims). Assignees shall be separately registered in the CCR database. Information provided to the Contractor’s CCR record that indicates payments, including those made by EFT, to an ultimate recipient other than that Contractor will be considered to be incorrect information within the meaning of the “Suspension of payment” paragraph of the EFT clause of this contract. 



(4) Offerors and Contractors may obtain information on registration and annual confirmation requirements via the internet at http://www.ccr.gov or by calling 1-888-227-2423 or 269-961-5757. 

(End of clause) 


(u)
Addendum



(1) 
52.204-91 Security/Badging Requirements for Foreign National Visitors and Employees/Representatives of Foreign Contractors.  (JAN 2006) (JSC Procurement Instruction)




(a)
An employee of a domestic Johnson Space Center (JSC) contractor or its subcontractor who is not a U.S. citizen (foreign national) may not be admitted to the JSC site for purposes of performing work without special arrangements.  In addition, all employees or representatives of a foreign JSC contractor/subcontractor may not be admitted to the JSC site without special arrangements.  For employees as described above, advance notice must be given to the Security Office of the host installation [JSC or White Sands Test Facility (WSTF)] at least 3 weeks prior to the scheduled need for access to the site so that instructions on obtaining access may be provided.  Contractors should be aware that approval for access to the site and issuance of a badge may take much longer than three weeks and sufficient lead time must be allowed to accommodate the approval process.

 

         

(b)
All visit/badge requests for persons described in (a) above must be entered in the NASA Foreign National Management System (NFNMS) for acceptance, review, concurrence and approval purposes.  When an authorized company official requests a JSC or WSTF badge for site access, he/she is certifying that steps have been taken to ensure that its contractor or subcontractor employees, visitors, or representatives will not be given access to export-controlled or classified information for which they are not authorized.  The authorized company officials shall serve as the contractor’s representative(s) in certifying that all visit/badge request forms are processed in accordance with JSC and WSTF security and export control procedures.  No foreign national, representative, or resident alien contractor/subcontractor employee shall be granted access into JSC or WSTF until approved and processed through the NFNMS.  Unescorted access will not be granted unless a favorable National Agency Check (NAC) has been completed by the JSC Security Office, and an approved NASA Foreign National Visitor Security/Technology Control Plan (STTCP), (previously called the Access Control Plan) has been submitted and approved.




(c)
The contractor agrees that it will not employ for the performance of work onsite at the JSC or WSTF any individuals who are not legally authorized to work in the United States.  If the JSC or WSTF Industrial Security Specialist or the contracting officer has reason to believe that any employee of the contractor may not be legally authorized to work in the United States and/or on the contract, the contractor may be required to furnish copies of Form I-9 (Employment Eligibility Verification), U.S. Department of Labor Application for Alien Employment Certification, and any other type of employment authorization document.

 

The contractor agrees to provide the information requested by the JSC or WSTF Security Office in order to comply with NASA policy directives and guidelines related to foreign visits to NASA facilities so that (1) the visitor/employee/ representative may be allowed access to JSC or other NASA Centers for performance of this contract, (2) required investigations can be conducted, and (3) required annual or revalidation reports can be submitted to NASA Headquarters.  All requested information must be submitted in a timely manner in accordance with instructions provided by JSC or any other Center to be visited.

(End of clause)



(2)
JSC 52.232-90 Submission of Invoices.  

Invoices shall be prepared and submitted in quadruplicate unless otherwise specified.  Invoices shall contain the following information as applicable: contract and order number, item numbers, description of supplies or services, sizes, quantities, unit prices, and extended totals.  Invoices shall be submitted to:


NASA Johnson Space Center


Attn:  BJ4/Eric Schell


2101 NASA Parkway


Houston, TX  77058-3696

In the event that amounts are withheld from payment in accordance with the New Technology Clause or other provisions of this contract, a separate invoice for the amount withheld will be required before payment for that amount may be made.

(End of clause)



(3) 
52.242-92 Identification of Employees.  (JAN 2006)  (JSC Procurement Instruction)

At all times while on Government property, the contractor, subcontractors, their employees and agents shall wear badges which will be issued by the NASA Badging & Visitor Control Office, located in Building 110 at the Johnson Space Center (JSC), or at the Main Gate at the White Sands Test Facility (WSTF).  JSC employee and visitor badges will be issued only between the hours of 6:00 a.m. to 7:30 p.m., Monday through Friday, and 7:00 am to 4:00 pm on Saturday and Sunday.  WSTF employee badges will be issued only between the hours of 8 a.m. to 2 p.m., Monday through Friday.  WSTF visitor badges will be issued on a 7-day a week, 24-hour a day basis.  Resident aliens and foreign nationals/representatives shall be issued green foreign national badges.

 

Each individual who wears a badge shall be required to sign personally for the badge.  The contractor shall be held accountable for issued badges and all other related items and must assure that they are returned to the NASA Badging & Visitor Control Offices upon completion of work under the contract in accordance with Security Management Directive (SMD) 500-15, "Security Termination Procedures."  Failure to comply with the NASA contractor termination procedures upon completion of the work (e.g., return of badges, keys, CAA cards, clearance terminations, JSC Public Key Infrastructure (PKI)/special program deletions, etc.) may result in final payment being delayed.

 

(End of clause)



(4)
1852.223-72 Safety and Health Short Form (APR 2002) (NASA)




(a)
Safety is the freedom from those conditions that can cause death, injury, occupational illness; damage to or loss of equipment or property, or damage to the environment.  NASA’s safety priority is to protect: (1) the public, (2) astronauts and pilots, (3) the NASA workforce (including contractor employees working on NASA contracts), and (4) high-value equipment and property. 



  
(b)
The Contractor shall take all reasonable safety and occupational health measures consistent with standard industry practice in performing this contract.  The Contractor shall comply with all Federal, State, and local laws applicable to safety and occupational health and with the safety and occupational health standards, specifications, reporting requirements, and any other relevant requirements of this contract. 



  
(c)
The Contractor shall take, or cause to be taken, any other safety, and occupational health measures the Contracting Officer may reasonably direct. To the extent that the Contractor may be entitled to an equitable adjustment for those measures under the terms and conditions of this contract, the equitable adjustment shall be determined pursuant to the procedures of the Changes clause of this contract; provided, that no adjustment shall be made under this Safety and Health clause for any change for which an equitable adjustment is expressly provided under any other clause of the contract. 




(d)
The Contracting Officer may notify the Contractor in writing of any noncompliance with this clause and specify corrective actions to be taken.  In situations where the Contracting Officer becomes aware of noncompliance that may pose a serious or imminent danger to safety and health of the public, astronauts and pilots, the NASA workforce (including Contractor employees working on NASA contracts), or high value mission critical equipment or property, the Contracting Officer shall notify the Contractor orally, with written confirmation.  The Contractor shall promptly take and report any necessary corrective action.  The Government may pursue appropriate remedies in the event the Contractor fails to promptly take the necessary corrective action.



  
(e)
The Contractor (or subcontractor or supplier) shall insert the substance of this clause, including this paragraph (e) and any applicable Schedule provisions, with appropriate changes of designations of the parties, in subcontracts of every tier that exceed the micro-purchase threshold.

(End of clause)



(5)
1852.223-75 Major Breach of Safety or Security (FEB 2002) (NASA)




(a)
Safety is the freedom from those conditions that can cause death, injury, occupational illness, damage to or loss of equipment or property, or damage to the environment.  Safety is essential to NASA and is a material part of this contract. NASA’s safety priority is to protect: 





(1)
the public; 





(2)
astronauts and pilots;





(3)
the NASA workforce (including contractor employees working on NASA contracts); and 





(4)
high-value equipment and property. A major breach of safety may constitute a breach of contract that entitles the Government to exercise any of its rights and remedies applicable to material parts of this contract, including termination for default.  A major breach of safety must be related directly to the work on the contract. A major breach of safety is an act or omission of the Contractor that consists of an accident, incident, or exposure resulting in a fatality or mission failure; or in damage to equipment or property equal to or greater than $1 million; or in any "willful" or "repeat" violation cited by the Occupational Safety and Health Administration (OSHA) or by a state agency operating under an OSHA approved plan.




(b)
Security is the condition of safeguarding against espionage, sabotage, crime (including computer crime), or attack.  A major breach of security may constitute a breach of contract that entitles the Government to exercise any of its rights and remedies applicable to material parts of this contract, including termination for default.  A major breach of security may occur on or off Government installations, but must be related directly to the work on the contract.  A major breach of security is an act or omission by the Contractor that results in compromise of classified information, illegal technology transfer, workplace violence resulting in criminal conviction, sabotage, compromise or denial of information technology services, equipment or property damage from vandalism greater than $250,000, or theft greater than $250,000.  




(c)
In the event of a major breach of safety or security, the Contractor shall report the breach to the Contracting Officer.  If directed by the Contracting Officer, the Contractor shall conduct its own investigation and report the results to the Government.  The Contractor shall cooperate with the Government investigation, if conducted.

(End of clause)



(6)
1852.215-84 OMBUDSMAN (OCT 2003 (NASA)




(a)
An ombudsman has been appointed to hear and facilitate the resolution of concerns from offerors, potential offerors, and contractors during the preaward and post-award phases of this acquisition.  When requested, the ombudsman will maintain strict confidentiality as to the source of the concern.  The existence of the ombudsman is not to diminish the authority of the contracting officer, the Source Evaluation Board, or the selection official.  Further, the ombudsman does not participate in the evaluation of proposals, the source selection process, or the adjudication of formal contract disputes.  Therefore, before consulting with an ombudsman, interested parties must first address their concerns, issues, disagreements, and/or recommendations to the contracting officer for resolution.  




(b)
If resolution cannot be made by the contracting officer, interested parties may contact the installation ombudsman, Randy K. Gish, at 281-483-0490, e-mail randy.k.gish@nasa.gov.  Concerns, issues, disagreements, and recommendations which cannot be resolved at the installation may be referred to the NASA ombudsman, the Director of the Contract Management Division at 202-358-0445, facsimile 202-358-3083, e-mail james.a.balinskas@nasa.gov.  Please do not contact the ombudsman to request copies of the solicitation, verify offer due date, or clarify technical requirements.  Such inquiries shall be directed to the contracting officer or as specified elsewhere in this document.   

(End of clause)



(7)
1852.225-70  EXPORT LICENSES (FEB 2000) (NASA)



(a)
The Contractor shall comply with all U.S. export control laws and regulations, including the International Traffic in Arms Regulations (ITAR), 22 CFR Parts 120 through 130, and the Export Administration Regulations (EAR), 15 CFR Parts 730 through 799, in the performance of this contract.  In the absence of available license exemptions/exceptions, the Contractor shall be responsible for obtaining the appropriate licenses or other approvals, if required, for exports of hardware, technical data, and software, or for the provision of technical assistance. 



  
(b)
The Contractor shall be responsible for obtaining export licenses, if required, before utilizing foreign persons in the performance of this contract, including instances where the work is to be performed on-site at Lyndon B. Johnson Space Center, where the foreign person will have access to export-controlled technical data or software. 



  
(c)
The Contractor shall be responsible for all regulatory record keeping requirements associated with the use of licenses and license exemptions/exceptions.



  
(d)
The Contractor shall be responsible for ensuring that the provisions of this clause apply to its subcontractors.

(End of clause)



(8)
PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL. (FAR 52.204-9) (Jan 2006) 



(a)   The Contractor shall comply with agency personal identity verification procedures identified in the contract that implement Homeland Security Presidential Directive-12 (HSPD-12), Office of Management and Budget (OMB) guidance M-05-24, and Federal Information Processing Standards Publication (FIPS PUB) Number 201.
             

 (b)
The Contractor shall insert this clause in all subcontracts when the subcontractor is required to have physical access to a federally-controlled facility or access to a Federal information system. 
(End of clause)
 
 

(9)
The following is NASA’s personal identity verification procedure:

 
PIV Card Issuance Procedures in accordance with FAR clause 52.204-9, Personal Identity Verification of Contractor Personnel
 

FIPS 201 Appendix A graphically displays the following procedure for the issuance of a PIV credential.
 
FIPS 201 Appendix A graphically displays the following procedure for the issuance of a PIV credential.
 

Figure A-1, FIPS 201, Appendix A
 

The following steps describe the procedures for the NASA Personal Identity Verification Card Issuance (PCI) of a PIV credential:
 
Step 1:  
The Contractor’s Corporate Security Officer (CSO), Program Manager (PM), or Facility Security Officer (FSO) submits a formal letter that provides a list of contract employees (applicant) names requesting access to the NASA Contracting Officer’s Technical Representative (COTR).  In the case of a foreign national applicant, approval through the NASA Foreign National Management System (NFNMS) must be obtained for the visit or assignment before any processing for a PIV credential can take place.  Further, if the foreign national is not under a contract where a COTR has been officially designated, the foreign national will provide the information directly to their visit/assignment host, and the host sponsor will fulfill the duties of the COTR mentioned herein.  In each case, the letter shall provide notification of the contract or foreign national employee’s (hereafter the “applicant”) full name (first, middle and last), social security number (SSN) or NASA Foreign National Management System Visitor Number if the foreign national does not have a SSN, and date of birth.  If the contract employee has a current satisfactorily completed National Agency Check with Inquiries (NACI) or an equivalent or higher degree of background investigation, the letter shall indicate the type of investigation, the agency completing the investigation, and date the investigation was completed.  Also, the letter must specify the risk/sensitivity level associated with the position in which each applicant will be working (NPR 1600.1, §4.5 is germane) Further, the letter shall also acknowledge that contract employees may be denied access to NASA information or information systems based on an unsatisfactory background investigation/adjudication. .  
 
After reviewing the letter for completeness and concurring with the risk/sensitivity levels, the COTR/host must forward the letter to the Center Chief of Security (CCS).  The CCS shall review the OPM databases (e.g, DCII, PIP, et al.), and take appropriate steps to validate the applicant’s investigation status.  Requirements for a NACI or other investigation shall be initiated only if necessary.
 
Applicants who do not currently possess the required level of background investigation shall be directed to the e-QIP web site to complete the necessary background investigation forms online.  The CCS shall provide to the COTR/host information and instructions on how to access the e-QIP for each contract or foreign national employee requiring access
 
Step 2
Upon acceptance of the letter/background information, the applicant will be advised that in order to complete the investigative process, he or she must appear in-person before the authorized PIV registrar and submit two forms of identity source documents in original form.  The identity source documents must come from the list of acceptable documents included in Form I-9, Employment Eligibility Verification, one which must be a Federal[1] or State issued picture identification.  Fingerprints will be taken at this time.  The applicant must appear no later than the entry on duty date.  
 
When the applicant appears, the registrar will electronically scan the submitted documents; any document that appears invalid will be rejected by the registrar. The registrar will capture electronically both a facial image and fingerprints of the applicant. The information submitted by the applicant will be used to create or update the applicant identity record in the Identity Management System (IDMS).  
 
Step 3:
Upon the applicant’s completion of the investigative document, the CCS reviews the information, and resolves discrepancies with the applicant as necessary.  When the applicant has appeared in person and completed fingerprints, the package is electronically submitted to initiate the NACI.  The CCS includes a request for feedback on the NAC portion of the NACI at the time the request is submitted.
 
Step 4
Prior to authorizing physical access of a contractor employee to a federally-controlled facility or access to a Federal information system, the CCS will a National Crime Information Center (NCIC) with an Interstate Identification Index check is/has been performed.  In the case of a foreign national, a national check of the Bureau of Immigration and Customs Enforcement (BICE) database will be performed for each applicant. If this process yields negative information, the CCS will immediately notify the COTR/host of the determination regarding access made by the CCS.
 
Step 5
Upon receipt of the completed NAC, the CCS will update IDMS from the NAC portion of the NACI and indicate the result of the suitability determination.  If an unsatisfactory suitability determination is rendered, the COTR will advise the contractor that the employee is being denied physical access to all federally-controlled facilities and Federal information systems. 
 

Based on a favorable NAC and NCIC/III or BICE check, the CCS will authorize the issuance of a PIV federal credential in the Physical Access Control System (PACS) database.  The CCS, based on information provided by the COTR/host, will determine what physical access the applicant should be granted once the PIV issues the credential.
 
 
Step 6:
Using the information provided by the applicant during his or her in-person appearance, the PIV card production facility creates and instantiates the approved PIV card for the applicant with an activation date commensurate with the applicant’s start date.
 
Step 7:
The applicant proceeds to the credential issuance facility to begin processing for receipt of his/her federal credential.
 
The applicant provides to the credential issuing operator proof of identity with documentation that meets the requirements of FIPS 201 (DHS Employment Eligibility Verification (Form I-9) documents.  These documents must be the same documents submitted for registration. 
 
The credential issuing operator will verify that the facial image, and optionally reference finger print, matches the enrollment data used to produce the card. Upon verification of identity, the operator will locate the employee’s record in the PACS database, and modify the record to indicate the PIV card has been issued. The applicant will select a PIN for use with his or her new PIV card.  Although root data is inaccessible to the operator, certain fields (hair color, eye color, et al.) may be modified to more accurately record the employee’s information.
 
The applicant proceeds to a kiosk or other workstation to complete activation of the PIV card using the initial PIN entered at card issuance.
 
ALTERNATIVE FOR APPLICANTS WHO DO NOT HAVE A COMPLETED AND ADJUDICATED NAC AT THE TIME OF ENTRANCE ON DUTY
 
Steps 1 through 4 shall be accomplished for all applicants in accordance with the process described above.  If the applicant is unable to appear in person until the time of entry on duty, or does not, for any other reason, have a completed and adjudicated NAC portion of the NACI at the time of entrance on duty, the following interim procedures shall apply.
 
1.      If the documents required to submit the NACI have not been completed prior to EOD, the applicant will be instructed to complete all remaining requirements for submission of the investigation request.  This includes presentation of I-9 documents and completion of fingerprints, if not already accomplished.  If the applicant fails to complete these activities as prescribed in NPR 1600.1 (Chapters 3 & 4), it may be considered as failure to meet the conditions required for physical access to a federally-controlled facility or access to a Federal information system, and result in denial of such access.
2.      Based on favorable results of the NCIC, the applicant shall be issued a temporary NASA identification card for a period not-to-exceed six months.  If at the end of the six month period the NAC results have not been returned, the agency will at that time make a determination if an additional extension will be granted for the temporary identification card.
 
3.      Upon return of the completed NAC, the process will continue from Step 5.
 
(End of Section)


[1] A non-PIV government identification badge, including the NASA Photo Identification Badge, MAY NOT BE USED for the original issuance of a PIV vetted credential
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Statement of Work – NASA Space Shuttle Program - Mission Management Team
Part I:  NASA’s Objectives and Expectations


Overview:

The NASA – Johnson Space Center Human Resources’ office is seeking a qualified professional to perform a needs assessment and high-level benchmarking study for the Mission Management Team (MMT) member’s training program requirements.  The Space Shuttle Program currently requires core training, readings and participation in simulations for members prior to participating in the Mission Management decisions.   NASA requires an assessment of these requirements and recommendations on replacement training programs.  NASA is particularly interested in understanding training provided to upper managers in similar industry or Government positions where real-time safety decisions are as crucial as those faced by the MMT.  

The MMT mission statement is:  The MMT is chaired by the Deputy Manager, Space Shuttle Program (SSP), it functions during launch countdown and during flight as a program-level oversight group to review the status of the countdown and flight activities.  The MMT is the program decision-making body responsible for making programmatic trades and decisions associated with launch countdown and in-flight activities.

The work will be completed in conjunction with the Space Shuttle Program Training Team and the JSC Human Resources office to ensure relevancy, accuracy and that past work is not duplicated.
Statement of Work:

The contractor shall:

1. Conduct a systematic evaluation of the knowledge, skills and competencies required to effectively perform as a MMT member.

· Review existing documentation on MMT Roles and Responsibilities.

· Review documentation on structure and processes of the MMT.

· Review existing competency models for Leadership and Program Management to minimize duplication of effort.

· Observe one day of simulations or flight meetings at Johnson Space Center to understand the working environment for the MMT member.

· Interview select MMT members.  Interviews should be no more than one day in length and may be conducted in conjunction with the meeting observations.

2. Review the current training program and course content to understand the purpose and assess the future role of the current courses and readings.  

· Review existing documentation on training and certification requirements for MMT members.

· Review course materials, course evaluations and reading lists to understand current offerings.

· Review and understand other training and development options provided by Johnson Space Center that is available to MMT members.  

3. Research similar industry or Government training programs where real-time safety decisions are as crucial as those faced by the MMT.

· Target three programs outside the aerospace industry to identify and for understand their training.    

· Research and understand the sharing organization’s training program to understand the following:

· Objectives of the program.

· Knowledge, skills and competencies targeted in the program.

· Assessments of baseline knowledge, skills and competencies.

· Training methods, i.e. courses, readings, simulations, action teams, etc.

· Training course content.

· Provide an overview to NASA of the sharing organization’s training program including, but not limited to:

· An overview of the training program.

· Strengths that may be applied to the MMT Training Program.

4. Research training courses and readings that may be implemented in the MMT Training Program to target key knowledge, skills or competencies (See Attachment A).

· Conduct additional research, as necessary, to identify alternative courses and readings for MMT members.

· Provide a list of recommended courses that are appropriate for MMT members and are mapped to required knowledge, skills and competencies.

· Provide a list of recommended readings that are appropriate for MMT members and are mapped to required knowledge, skills and competencies.

5. Propose a revised training program for the MMT Members.  The Final Report shall present overall findings and suggestions on revising the MMT Certification Program.

Briefings/Progress Reports:

During the period of this effort, the contractor will prepare monthly written reports, which provide a detailed time-phase description of significant accomplishments during the reporting period and description of the activities planned for the next reporting period.

The contractor shall also provide four formal briefings to the MMT Training Team during this effort:

1. The initial briefing will acquaint the Training Team with the contractor’s overall plan of action and will afford an opportunity for dialogue between the contractor and the Training Team.

2. A second briefing shall be held after the industry research is complete (items 1, 2 and 3 in the preceding Statement of Work).  This briefing will provide the Training Team with the contractor’s findings to date and allow open discussion of ideas and alternatives to the current training Program.

3. A third briefing will be used to present final recommendations to the Training Team and will afford an opportunity for dialogue between the contractor and the Training Team.

4. The final briefing will be to the MMT Chairman and other senior leadership to present overall findings and suggestions on revising the MMT Certification Program.

At a minimum, it is anticipated that the first and fourth briefing will be held at Johnson Space Center in Houston, Texas on dates established through the Contracting Officer.  The second and third briefing may be conducted via teleconference.

Completion Date:

All work shall be completed by July 31, 2006.

Background Information and Resources:

The current MMT Certification Program was established after the Columbia accident to better prepare MMT members for their role in mission safety and success.  A training team was created to address many of the issues identified by the Columbia Accident Investigation Board, Stafford-Covey task group and the Office of the Inspector General.  The role of the Training Team is provided in the attached Space Shuttle Program Directive (See Attachment A).  The course calendar for Fiscal Year 2006 is attached (See Attachment B).  
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