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These are from JPL Standards Handbooks, Specifications for NASA Use.  I have listed the Title, specific link, and selected relevant issues from the documents.  My comments, at the top of each section for each new document reviewed, are in italics. 

Software Development

http://standards.jpl.nasa.gov/msfc/d23713-4.html
This document gives a good overview on software classifications (mission class criticality), configuration management, management, software product engineering requirements, and software verification requirements.   The following items should be reviewed for additional requirements:  

4.9.2    Fault Protection Response

4.9.2.1       Time critical mission activities - During critical mission activities (e.g., launch, orbit insertion), the flight fault protection response shall autonomously re-establish the needed spacecraft functionality to permit safe, reliable and timely completion of the mission critical activity.

4.9.2.2       Non time critical mission activities - During non mission-critical cruise periods following a fault condition, the flight protection response shall, at a minimum, autonomously configure the spacecraft to a safe, quiescent, ground command-able state, transmitting, at least an RF carrier downlink signal.

Note:   A safe state is a state in which the spacecraft thermal condition and inertial orientation are stable, the spacecraft is commandable and is transmitting a downlink signal, and requires no immediate commanding to ensure spacecraft health and safety. 

4.11.1.4     Compatibility with COTS tools - Flight software shall accommodate the use of commercial versions of flight hardware and operating systems.  

Note:   This is to support unit testing and early integration testing.

4.11.4  Design Robustness

4.11.4.1     Accommodation of processor resets - Flight software shall be designed to accommodate processor resets during mission-critical events, such as entry/descent/landing.

4.11.4.2     Response to incorrectly formatted commands

a.   Flight software shall be designed to detect and respond to incorrectly formatted commands, data, or loads, and memory faults allocated to the software, such as stuck bits or single event upsets (SEU).

Note:   For example, flight computer designs have included Error Detection And Correction (EDAC) logic on EEPROMs, and the load process has been designed to detect and respond to failure if the EDAC detects an uncorrectable bit error.

b.   Software designs have included check sum logic and periodic verification of memory to detect command, data, or load, and memory faults.

Software Stress Testing Guidelines

http://standards.jpl.nasa.gov/msfc/dmie53812-2.pdf
A central tenet of any stress-testing program is that a baseline (nominal) test program exists which sufficiently covers the spectrum of requirements verification which should be performed prior to launching the spacecraft.

The basic objectives of stress testing are to:

• Accurately measure system functionality and performance as stress on the software is increased beyond its boundaries.

• Determine whether the hardware and software capacity limits (or margins) are being exceeded.

• Define performance thresholds in terms of response time for the software.

• Determine that software performance remains at an acceptable level when concurrent loads are placed on it.

• Verify that the robustness built into the design is in fact true operationally.

• Reveal critical system interactions which are difficult to ascertain analytically.

1.4 Four Categories of Stress Testing 

1.4.1 Mode Transition/Duration Tests 

These test cases are intended to evaluate the overall system in the most realistic “Test-As-You-Fly” scenarios; ones that simulate operational situations. The mode transition/duration paradigm focuses on two difficult aspects of a real mission: duration and mission phase transitions. 

1.4.2 Fault Tests

The fault testing component of a stress-testing program evaluates system performance when a single fault occurs in conjunction with a mission critical event or when multiple single faults occur in close proximity to each other.

1.4.3 Off-Nominal Performance Tests

Off-nominal behavior is characterized as being within the tolerances of the technical specification, but outside the realm of expected operational conditions.

 1.4.4 Boundary Condition Tests 

These tests quantify where the performance of software that has met the specified requirements begins to break down. 

Requirements Definition and Flow Down

http://standards.jpl.nasa.gov/msfc/dmie60173.html
This document gives a good overview of Definitions of Requirement Levels (w/ examples).  Although it does not introduce any requirements directly, it shows the NASA insistence on requirements traceability, which is important for this project, by linking the communication requirements described in the CFD with the STRS architecture requirements.  It also has a description of the path for requirements linked to the verification and validation program.  Ultimately the software will be verified, residing on hardware designed for a particular mission.  There will be additional requirements if the system is rated mission critical.       

Derating

http://standards.jpl.nasa.gov/msfc/d8545-d.pdf
Although this is not a software related document, this reference has derating curves for a variety of electronic components.  These guidelines provide derating factors to be applied as a percentage of maximum rated values for critical device parameters such as applied voltages, operating currents, power dissipation, and operating temperatures (ambient, case, or junction).

Reliability Assurance

http://standards.jpl.nasa.gov/msfc/d8671-1.pdf
This document provides a detailed process for tailoring RA activities commensurate with mission characteristics and resource constraints of a project.  It also has some good requirements associated with Single Event Effects (SEE) Analysis.  Although these maybe more implementation specific, the software architecture should support the following functionality: 
        Circuit designs containing SEE sensitive electronic parts shall be analyzed to minimize the

effect of SEE and to assure compliance with subsystem level requirements. The requirements regarding performance for utilization of any microprocessor or its peripheral family, or any other part, with respect to SEE during operation, are as follows:

        (a) Temporary loss of function or loss of data shall be permitted, provided that the

        loss does not compromise subsystem/instrument health, full performance can be

        recovered rapidly, and there is no time in the mission that the loss is mission critical.

        (b) Normal operation and function shall be restored via internal correction methods

        without external intervention in the event of an SEU.

        (c) Fault traceability shall be provided in the telemetry stream to the greatest extent

        practical for all anomalies involving SEEs.

        (d) Irreversible actions shall not be permitted. The flight hardware shall have no

        parts that may experience radiation-induced latch-up or gate rupture.

Design, Verification/Validation and Operations Principles for Flight Systems 

http://standards.jpl.nasa.gov/msfc/d17868-2.html
This document applies to all persons participating in the design, verification/validation, and operation of flight systems intended for use in space.  The requirements of this document apply equally to spacecraft and major payloads and instruments.  It also has information on flight system design.  Sections address design margins and robustness, stressing a simplified design to reduce failures.  This document has specific requirements for link margins, frequency capabilities, radio design, and flight software design.   
Telecommunications capability - Telemetry and command capability shall be available throughout the mission in normal cruise pointing attitude, and during special cruise phase mission/system activities (e.g., long duration Deep Space Trajectory Correction Maneuvers, propulsion mission-critical pyro device actuations). 

Note:   Rationale is to provide “real-time” monitoring of activities and enable ground contingency commanding, if necessary.

Telecommunications System Design

4.5.1    General

4.5.1.1       Link default threshold error rate - The information system and telecommunication system design shall meet a default end-to-end downlink data quality average threshold bit-error rate (BER) < 10-6 and an uplink threshold command BER < 10 -5 unless otherwise specified by the project.

4.5.1.2       End-to-end system design - The telecommunications system (end-to-end flight and ground telecom elements) shall be designed to meet the required information return, radio navigation and radio science requirements.

4.5.1.3       Simultaneous command and telemetry - The design shall permit simultaneous command/telemetry capability using the same antenna or similar coverage antennas.

Note:   This enables command and telemetry handling in the same view period.

4.5.1.4       Telecommunications capability- See 3.1.1

4.5.2    Command Links

4.5.2.1       Spacecraft uplink RF carrier - The spacecraft uplink shall be designed to accommodate an S-band or X-band carrier frequency.  

Note:   For deep space missions, S-band uplink should be used only for radio science, spacecraft emergency, and communication under adverse environments.  In these cases, the spacecraft uplink should use the lower half of the S-band frequency allocation- to avoid conflicts with the spectrum allocated for mobile phone use.

4.5.3    Telemetry Links

4.5.3.1       Spacecraft downlink RF carrier - The spacecraft downlink shall accommodate S-, X- or Ka-Band carrier frequencies.

Note:   For deep space missions, S-band downlink should be used only for radio science, radiometrics, and critical communications, and then only the lower half of the S-band frequency allocation should be used- in order to avoid conflicts with the spectrum allocated for mobile phone use.

4.5.3.2       Spacecraft downlink power-gain product - To reduce spacecraft mass and power demand, the Earth downlink shall be designed using the lowest practical power-gain product that meets the mission information return and quality requirements with appropriate margin, consistent with the mission, TDA capabilities (e.g. Deep Space Network) and tracking coverage.

4.5.4    Relay Links - Note: No design principles now exist for the subject functional area.

4.5.5    Telecommunication System Margins

4.5.5.1       Design to requirements - Telecommunication equipment antennas and ancillary hardware shall be the minimum needed to meet the mission and system telecom requirements with acceptable risk and operating margin.

4.11     Flight Software System Design

4.11.1  General

4.11.1.1     Software architectural design - A software architectural design shall be documented that specifies the software external interfaces and its internal organizational structure in terms of architectural design segments.  Each segment shall have an allocation of functional requirements and a specification of its interfaces to enable detailed design and integration of the segments

This section discusses flight software in detail!

4.12.7  Power-on-reset Design

4.12.7.1     POR state - At prime power turn-on or recovery from a power under-voltage condition, each subsystem shall autonomously configure to a unique, unambiguous, safe, system compatible state.

4.12.7.2     POR state visibility - A POR occurrence shall be unambiguously identifiable via telemetry.

4.12.7.3     Transient operation at power on/off - Precautions (e.g. time-out) shall be taken to prevent adverse effects due to the unpredictable logic states of FPGAs and ASICs, which can occur at power-on and power-off.

Note:   Rationale is that during power turn-on or turn-off, FPGAs / ASICs may be in unpredictable logic states for several 10’s of milliseconds.

Mission Assurance Principles

http://standards.jpl.nasa.gov/msfc/d23043.html
This guideline serves as an internal JPL standard to measure planning and implementation efforts on all JPL managed flight hardware and software projects/tasks, as well as associated ground systems/support equipment (as specified).  However, it does have a couple of specifications that will influence the architecture and the implementation: 

4.11   Piece Part Total Ionizing Dose (TID) Requirement Shall be Based on a Radiation Design Factor (RDF) of 2 as Indicated in the Project Environmental Requirements Document (ERD):
Ensure that all active parts (semiconductors) meet the mission radiation requirements including environmental and piece part susceptibility uncertainties 

6.2     Mission Assurance requirements are tailored to the flight mission’s characteristics:
Define a Mission Assurance approach that is cost efficient by emphasizing the support that is critical to mission success while minimizing tasks that may enhance support, but are not mission critical.
8.15   Software Quality Assurance verifies that the traceability matrix is complete and accurate: To assure that all software requirements are identified and adequately flowed down and tested,        to assure that the implementation includes all software requirements, and to assure that all software requirements are correctly implemented
JPL Standard for Systems Safety
http://standards.jpl.nasa.gov/msfc/d560c.pdf
Under flight equipment design requirements, computer systems are specifically discussed.  From the table of contents:  
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