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Second Set of Questions and Answers for Request for Information NNM04ZPS31 
Q1:  If the given option will not work for the vendor network, do we have to respond to that option? In other words, does the vendor have to respond to all four options if they feel they have a better alternative option?

A1:  The vendor may respond to any number of the scenarios and/or submit an entirely new scenario.  However, it would be helpful for the vendor to respond as to why they cannot or prefer not to provide information for a particular scenario.

Q2:  Is transparency needed for just OC-48 circuits or all OC-N circuits (OC-3, OC-12, and OC-48)?

A2:  NASAnet's preference is to manage its own SONET channels.  However, such a requirement is relevant only in ring scenarios.  If the requirement otherwise cannot be supported, the Vendor should explicitly note the nature, cause, and mitigation (if available) of any such variance in its response.

Q3:  Do the access circuits (ex ARC to CIEF Bay) have to be diverse from the backbone segments that connect the CIEFs together?

A3:  It is NASA's intent to reduce or eliminate single points of failure.  If, for example, a single interface port failure or fiber cut could isolate a Center, the solution would be considered problematic.

Q4:  Is it a requirement that a CIEF location be a multi-tenant building?

A4:  The purpose of using CIEFs is to have access to as many carriers as possible in one location, with favorable connection policies and pricing, to allow flexibility in making network changes.

Q5:  If there is a requirement to use an off-net provider to meet the requirements that are provided in each option, should the vendor provide pricing for that specific segment, or shall we only respond to the on-net segments?

A5:  It is NASA's intent to contract directly with each Vendor.  The off-net provider is encouraged to submit a response under separate cover.  Vendors may reference compatibilities and corporate/operational relationships within the body of their response.

Q6:  Could you elaborate on the required NOC services?  (dedicated NOC, multiple feeds to different locations, etc....)

A6:  NASA will manage its own assets.  The intent of the CNMS is to provide for NASA visibility into relevant portions of the provider's network.

Q7:  Can you provide the physical addresses for each location?

A7:  In addition to the information provided in the RFI:

NASA Ames Research Center (ARC)

Building N254

Moffett Federal Airfield

University of Colorado at Boulder (Bldr)

3645 Marine Street (CB455)

NASA Dryden Flight Research Center (DFRC)

Building 4838

NASA Glenn Research Center (GRC)

Building 322

21000 Brookpark Road

NASA Goddard Space Flight Center (GSFC)

Building 1

Greenbelt Road

NASA Headquarters (HQ)

300 E Street

Jet Propulsion Laboratory (JPL)

Building 171

4800 Oak Grove Drive

NASA Johnson Space Center (JSC)

Building 17

2101 NASA Road 1

NASA Kennedy Space Center (KSC)

Building M6-39

NASA Langley Research Center (LRC)

Building 1213

16 West Taylor Street

NASA Marshall Space Flight Center (MSFC)

Building 4207

Rideout Road

NASA Michoud Assembly Facility (MAF)

Building 320

13800 Old Gentilly Road

NASA Stennis Space Center (SSC)

Building 1201

White Sands Complex (WSC)

White Sands Test Facility (WSTF)

Building 120B

Q8:  Is it the Government's intention to consider only terrestrial solutions?

A8:  We will entertain a wireless solution.

Q9:  Will the Government incorporate a Continuity of Operations (COOP)/Disaster Recovery (DR) component into NASAnet?

A9:  We currently have a disaster recovery component in the form of out-of-band, low-speed frame relay access.  We are open to other options.

Q10:  In appendix A, GSFC’s area code is listed as 310 instead of 301.

A10:  The correct area code is 301.
1 of 3
3 of 3

