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	1.  DRD Title
	2. Date of current version
	3. DRL Line Item No.
	RFP/Contract No. (Procurement completes)

	Risk Management Plan
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	4.  Use (Define need for, intended use of, and/or anticipated results of data)
	5.  DRD Category:  (check one)

	The purpose of risk management is to identify risks early in the program so that appropriate abatement plans can be implemented to reduce the consequences of the risk or likelihood that the risk will occur.  This document describes the methodologies and processes used to identify, analyze, control and communicate the risks.  The identification, characterization, mitigation plan, and mitigation responsibilities associated with specific risks are described and specific risk abatement strategies or contingency planning processes, are discussed.
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	6.  References (Optional)
	7.  Interrelationships (e.g., with other DRDs) (Optional)

	NPG 7120.5A, NASA Program and Project Management Processes and Requirements (Section 4.3)

NASA Continuous Risk Management Course (http://arioch.gsfc.nasa.gov/302/Risk/RMPage.htm)
	

	8.  Preparation Information (Include complete instructions for document preparation)

	


NOTE: UPON NASA APPROVAL, THE CONTRACTOR’S RISK MANAGEMENT PLAN BECOMES A CONTRACTUAL REQUIREMENT.
This Plan may be included as part of the Management Plan (DRD-01) or a separate document.
The Risk Management Plan documents the process that the Contractor will follow to manage risk throughout the duration of the contract and provide government insight to risk management. “Risk” refers to anything that can prevent a team from meeting the contract objectives.  All forms of risk shall be managed. These include technical, programmatic, supportability, cost, and schedule risks.

The Risk Management Plan shall provide descriptions of the processes to provide management at all levels with 1) a disciplined system for early identification of technical uncertainties, 2) a disciplined assessment of current project status, and 3) key indicators of mission success.  The plan shall describe the basis for taking action to control risk and for measuring the effectiveness of that action.

The plan shall as a minimum cover:

a.
Risk identification – The process to determine and define all risks.
b.
Risk analysis – The process to convert risk data into decision-making information.  This process should include estimating the probability, impact and time frame of the risks, eliminating duplicates and grouping similar risks, and prioritizing them according to consequences.

c.
Risk planning – The process to develop mitigation options and decide what to do with the risks.
d.
Risk tracking – The process to acquire, compile and report risk status data, including risk indicators and mitigation actions.  Appropriate risk metrics shall be identified so that the Government can evaluate the quality of the risk management.

e.
Risk control – The process covering decisions to re-plan mitigation, close risks, invoke contingency plans or continue to track risks.  The plan shall define responsibilities, typical milestones/reviews, and describe the key risk control activities.

f.
Communications and documentation – Present in all the above processes, this is the means by which the output of the processes is documented and communicated to all team members.

The plan shall also identify the information to be documented for each risk. For risks having both a high probability and high impact/severity, the plan shall require, as a minimum, the following:

(1) Description of the risk

(2) Primary consequence should the undesirable event occur

(3) Estimate of probability of occurrence and the fidelity of the estimate

(4) Significant cost impacts, given its occurrence

(5) Significant schedule impacts, given its occurrence

(6) Potential mitigation measure not already taken and the cost to implement them

(7) Characterization of the risk as acceptable or unacceptable with rationale.
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