Task Order for Independent Verification and Validation (IV&V) of the K-M Mars Mission (KM3) Flight Software IV&V
TABLE OF CONTENTS

11.
Summary


22.
Reference Documents


23.
Acronyms


24.
Requirements


24.1.
Phase Independent IV&V Tasks


34.2.
IV&V Tasks


34.3.
IV&V Analysis Task Details


115.
Deliverables


115.1.
K-M Mars Mission IV&V Plan (IVVP)


115.2.
Criticality Analysis Report


125.3.
Project Inheritance Report


125.4.
Project Preliminary Design Review Milestone Report


125.5.
Flight Software Preliminary Design Review (PDR) Milestone Report


125.6.
Project and Flight Software Critical Design Review (CDR) Milestone Report


135.7.
Flight Software Build Report


135.8.
Payload Software Build Report


135.9.
System Test Plan Analysis Report


135.10.
Software Acceptance Test Plan Analysis Report


145.11.
System Test Case Analysis Report


145.12.
Software Acceptance Test Case Analysis Report


145.13.
System Test Results Analysis Report


145.14.
IV&V Final Report


146.
Special Instructions




1. Summary

TASK NO:

XXX



MOD NO:
0

TASK TITLE:

K-M Mars Mission Flight Software IV&V

REQUESTOR:
Mr. Steven M. Raque
ORG. CODE:

GSFC/0180

          RFO ISSUED:
September 1, 2004
TASK AWARD/START DATE: October 1, 2004   END DATE:    September 31, 2007
SCOPE:
This Task Order includes IV&V of the Flight Software for the K-M Mars Mission (KM3).  Mission support and other ground software are not in scope for this task.
2. Reference Documents

KM3 RTO Background Document
KM3 RTO Criticality Analysis
KM3 Software Architecture

KM3 System & Software Schedule

3. Acronyms
ATLO

Assembly, Test and Launch Operations

C&DH

Command and Data Handling

CDR

Critical Design Review

CO

Contracting Officer

COTR

Contracting Officer’s Technical Representative

CSCI

Computer Software Configuration Item
FSW

Flight Software

GNC

Guidance Navigation and Control

IDD

Interface Design Document

IO

Input/Output

IRS

Interface Requirements Specification
IV&V

Independent Verification and Validation

IVVP

Independent Verification and Validation Plan

JPL

Jet Propulsion Lab

KM3

K-M Mars Mission
MARDI
Mars Descent Imager

MECA

Mars Environmental Compatibility Assessment

MET

Meteorology Payload

MMR

Monthly Management Review

PDR 

Preliminary Design Review
PMSR

Preliminary Management and System Review
PSR

Pre-Ship Review

RA

Robotic Arm

RAC

Robotic Arm Camera

SDD

Software Design Document

SIL

Software Integrity Level

SIM

Simulator

SRS

Software Requirements Specification

SSI

Stereoscopic Imager

TEGA

Thermal Evolved Gas Analyzer
4. Requirements

Sections 4.1 and 4.2 specify (by name) which IV&V tasks shall be performed under this Task Order. Each task is given a task number which identifies individual tasks for purposes of deliverables that are required to report data for each task. Tasks which are identified as “Reserved” are placeholders used to maintain a uniform task numbering scheme and to eliminate confusion regarding missing task numbers. These reserved task numbers may be utilized to add tasks in future task order modifications.
Section 4.1 specifies which Phase Independent IV&V tasks shall be performed. These tasks, unless specified otherwise, shall be performed across the entire life cycle independently of development phase and software component.

Section 4.2 specifies the IV&V tasks that shall be performed on KM3 flight software CSCIs. Table 4-1 cross references the required tasks with the CSCIs to which they shall be applied.
Section 4.3 provides the detailed description of each task named in Sections 4.1 and 4.2.

4.1. Phase Independent IV&V Tasks

The following Phase Independent Tasks shall be performed across the entire project life cycle independent of software component.
1.1
Management and Planning of Independent Verification and Validation

1.2
Issue and Risk Tracking

1.3
Final Report Generation
1.4
IV&V Tool Support

1.5
Management and Technical Review Support

1.6
Criticality Analysis
4.2. IV&V Tasks

Table 4.1 lists the IV&V tasks that shall be performed on the KM3 flight software. The table cross references tasks (listed vertically) with KM3 CSCIs (listed horizontally).
Table 4-1 K-M Mars Mission Flight Software IV&V Tasks
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Power (EPS)

Structures and Mechanisms

Thermal Control

Propulsion

GNC Executive

Attitude Control

Attitude Determination

Inertial Navigation

Ref Orientation & Ref Vector Gen

GNC Utility

Mode Control

Uplink

Downlink

Command Manager

Sequence Manager

Telecom

Telemetry

IO

OS

MET

RA/RAC

MARDI
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TEGA

MECA

2.0 Concept Phase

2.1 Reuse Analysis X X X X X X X X X X X X X X X X X X X X X X X X X

2.2 Software Architecture Assessment X X X X X X X X X X X X X X X X X X X

2.3 System Requirements Review X X X X X X X X X X X X X X X X X

3.0 Requirements Phase

3.1 Traceabiltiy Analysis - Requirements X X X X X X X X X X X X X X X X X X X X X X X X

3.2 Software Requirements Evaluation X X X X X X X X X X X X X X X X X X X

3.3 Interface Analysis - Requirements X X X X X X X X X X X X X X X X X

3.4 System Test Plan Analysis X X X X X X X X X X X X X X X X X X X

3.5 Acceptance Test Plan Analysis X X X X X X X X X X X X

4.0 Design Phase

4.1 Traceability Analysis - Design X X X X X X X X X X X X X X X X X X X X X X X X

4.2 Software Design Evaluation X X X X X X X X X X X X X X X X X

4.3 Interface Analysis - Design X X X X X X X X X X X X

4.4 Software FQT Plan Analysis X X X X X X X X X X X X X X X X X X X X X X X X X

5.0 Implementation Phase

5.1 Traceability Analysis - Code X X X X X X X X X X X X X X X X X X X X X X X X

5.2 Source Code and Documentation Evaluation X X X X X X X X X X X X X X X X X

5.3 Interface Analysis - Code X X X X X X X X X X X X X X X X X

5.4 System Test Case Analysis X X X X X X X X X X X X X X X X X

5.5 Software FQT Case Analysis X X X X X X X X X X X X X X X X X

5.6 Software Integration Test Case Analysis

5.7 Acceptance Test Case Analysis X X X X X X X X X X X X

6.0 Test Phase

6.1 Traceability Analysis - Test X X X X X X X X X X X X X X X X X X X X X X X X X

6.2 Regression Test Analysis

6.3 Simulation Analysis

6.4 System Test Results Analysis X X X X X X X X X X X X

6.5 Software FQT Results Analysis X X X X X X X X X X X X X X X X X

Subsystems


4.3. IV&V Analysis Task Details

This section provides the detailed task descriptions for all IV&V tasks named in Sections 4.1 and 4.2 of this Task Order.  Some tasks have been tailored from the standard description provided in IV&V Facility System Level Procedure IVV 09-1. The tailoring is indicated by in bold-italic text.  In the case of discrepancies between this task order and IVV 09-1, this task order takes precedence.
	Name
	WBS
	Description

	Phase Independent Support 1.0

	

	Management and Planning of Independent Verification and Validation 
	1.1


	Plan the IV&V effort for all life cycle processes. Schedule each IV&V task such that the IV&V effort integrates with the development tasks, management reviews, and technical reviews. For each task, plan the methods, approaches, and tools to effectively perform the task on the target software component(s) consistent with its Software Integrity Level. Identify the development products to be evaluated by each task. Plan the interface among the IV&V effort, the Project office, and the software developer. Determine or update data exchange requirements, proprietary and classified information access requirements, and facility access requirements necessary for the effective and timely conduct of the IV&V effort. Document the IV&V planning in an IV&V Plan (IVVP). The IVVP shall conform to the IVVP Template.

Update the IVVP throughout the life cycle as necessary to reflect changes in planned implementation of the IV&V effort. Evaluate proposed changes to the project (e.g., anomaly corrections and requirements changes) for effects on previously completed IV&V tasks and future IV&V tasks. Plan iteration of affected IV&V tasks or new IV&V tasks to address the software change or iterative development process.

Manage the IV&V effort. Verify that all IV&V tasks comply with task requirements defined in the Task Order.  Verify that IV&V task results have a basis of evidence supporting the results.  Define recommended changes to IV&V tasks or redirection of the IV&V effort. Recommend whether to proceed to the next set of IV&V and development life cycle activities, and provide task reports, anomaly reports, and IV&V Activity Summary Reports to the organization(s) identified in the IVVP. Assess all IV&V results and provide recommendations for program acceptance and certification as input to the IV&V Final Report. Coordinate the IV&V effort with organizational (e.g., management, improvement) and supporting processes (e.g., quality assurance, joint review, and problem resolution).

	Issue and Risk Tracking
	1.2
	Track IV&V generated issues from initiation through closure by the project and/or IV&V Team.  Identify and track IV&V project risks and developmental project risks.  Provide recommendations to mitigate these risks.  Communicate the issues and risks to the appropriate IV&V and development Project management. 

	Final Report Generation
	1.3
	Summarize in the IV&V final report(s) the IV&V activities, tasks and results, including status and disposition of anomalies and risks.  Provide an assessment of the overall software quality, lessons learned and recommendations for future projects.

	IV&V Tool Support
	1.4
	Plan the tools needed to support the IVV effort.  The plan includes a description of each tool's performance, required inputs, outputs generated, need date, and cost of tool purchase or development.  The tool plan should also describe test facilities and integration and system laboratories supporting the IVV effort.  The scope and rigor of the IVV effort as defined by the selected software integrity level should be considered in defining the performance required of each tool.

Procure, develop or tailor software tools in support of the IV&V tasks.  Provide training to IV&V personnel as required and provide maintenance and operations support (help desk) for tool use.

	Management and Technical Review Support
	1.5
	Support project management reviews and technical reviews (e.g., PDR and CDR) by assessing the review materials, attending the reviews, presenting at the reviews and providing task reports and anomaly reports (when appropriate).  The reviews to be supported are the inheritance reviews for GN&C, Flight Software, SIM Software, and C&DH; Project and Flight Software Preliminary Design Review (PDR); the Project and Flight Software Critical Design Review (CDR); Project and Flight Software Pre-ship Review; Project Mission Readiness Review; and Project Launch Readiness Review.  Additionally, the IV&V Team will need to support Monthly Management Reviews and IV&V Facility/JPL Quarterly reviews.  

	Criticality Analysis
	1.6
	Recommend updates and modifications to the Software Integrity Level (SIL) scheme. As the software development proceeds through the life cycle, reassess the software components (e.g., requirements, detailed functions, software modules, subsystems, or other software partitions) against the SIL scheme to reflect significant changes in software design and development. Recommend changes to IV&V tasks resulting from changes in the assessed SIL.

	Concept Phase 2.0

	

	Reuse Analysis
	2.1
	Analyze the developer’s documentation to verify that the original domain of the candidate reuse software will satisfy the domain of the new system (e.g. software integrity level, user needs, operating environment, safety, security, and interfaces). If the developer has performed no domain analysis, perform domain analysis (see IEEE Std 1517-1999) to compare the original domain and the new domain of the candidate reuse software. Verify that developer reuse planning dispositions and documents all domain differences.

	Software Architecture Assessment
	2.2
	Assess the proposed software architectural schema for feasibility.  Assess how the proposed architecture satisfies the user’s needs in terms of the user’s requirements.  Examples of requirements are timing, storage, usability, safety, security, and suitability for mission. 

	System Requirements Review
	2.3
	Analyze the system requirements (e.g., system requirements specification, feasibility study report, business rules description to:

1) Verify the consistency of requirements to user needs, 

2) Validate whether the requirements can be satisfied by the defined technologies, methods, and algorithms defined for the project (feasibility), and 

3) Verify whether objective information that can be demonstrated by testing is provided in the requirements (testability).  Review other requirements such as deliverable definitions, listing of appropriate compliance standards and regulations, user needs, etc. for completeness, correctness, and accuracy.

	Requirements Phase 3.0

	

	Traceability Analysis - Requirements
	3.1
	Trace the software requirements (SRS and IRS) to system requirements (Concept Documentation), and system requirements to the software requirements.  Analyze identified relationships for correctness, consistency, completeness, and accuracy.

Correctness - Validate that the relationships between each software requirement and its system requirement are correct

Consistency - Verify that the relationship between the software and system requirements are specified to a consistent level of detail

Completeness
a. Verify that every software requirement is traceable to a system requirement with sufficient detail to show compliance with the system requirement

b. Verify that all system requirements related to software are traceable to software requirements

Accuracy - Validate that the system performance and operating characteristics are accurately specified by the traced software requirements

	Software Requirements Evaluation 
	3.2
	Evaluate the requirements (e.g., functional, capability, interface, qualification, safety, security, human factors, data definitions, user documentation, installation and acceptance, user operation and user maintenance) of the SRS and IRS for correctness, consistency, completeness, accuracy, readability, and testability.  The task criteria are as follows:

Correctness
a. Verify and validate that the software requirements satisfy the system requirements allocated to software within the assumptions and constraints of the system. 

b. Verify that the software requirements comply with applicable standards, references, regulations, policies, physical laws, and business rules.  

c. Validate the sequence of states and state changes.  

d. Validate that the flow of data and control satisfy functionality and performance requirements. 

e. Validate data usage and format.

Consistency
a. Verify that all terms and concepts are documented consistently

b. Verify that the function interactions and assumptions are consistent and satisfy system requirements and acquisition needs.

c. 
Verify that there is internal consistency between the software requirements and external consistency with the system requirements

Completeness
a. Verify that the following elements are in the SRS or IRS within the assumptions and constraints of the system:

1. Functionality (e.g., algorithms, state/mode definitions, input/output validation, exception handling, reporting and logging;

2. Process definition and scheduling;

3. Hardware, software, and user interface descriptions;

4. Performance criteria (e.g., timing, sizing, speed, capacity, accuracy, precision, safety and security);

5. Critical configuration data; and

6. System, device, and software control (e.g., initialization, transaction and state monitoring, and self-testing.

b. Verify that the SRS and IRS satisfy specified configuration management procedures.

Accuracy
a. Validate that the logic, computational, and interface precision (e.g., truncation and rounding) satisfy the requirements in the system environment.

b. Validate that the modeled physical phenomena conform to system accuracy requirements and physical laws

Readability
a. Verify that the documentation is legible, understandable, and unambiguous to the intended audience.

b. Verify that the documentation defines all acronyms, mnemonics, abbreviations, terms and symbols

Testability
Verify that there are objective acceptance criteria for validating the requirements of the SRS and IRS

	Interface Analysis - Requirements
	3.3
	Verify and validate that the requirements for software interfaces with hardware, user, operator, and other systems are correct, consistent, complete, accurate, and testable.  The task criteria are as follows:

Correctness - Validate the external and internal system and software interface requirements.

Consistency - Verify that the interface descriptions are consistent between the SRS and IRS.

Completeness - Verify that each interface is described and includes data format and performance criteria (e.g., timing, bandwidth, accuracy, safety and security).

Accuracy - Verify that each interface provides information with the required accuracy.

Testability - Verify that there are objective acceptance criteria for validating the interface requirements

	System Test Plan Analysis
	3.4
	Verify that the System Test plan conforms to project defined test document purpose, format and content.  Validate that the System Test Plan satisfies the following criteria: 

1) Test coverage of system requirements; 

2) Appropriateness of test methods and standards used; 

3) Feasibility of system qualification testing; and 

4) Feasibility and testability of operation and maintenance requirements.

	Acceptance Test Plan Analysis
	3.5
	Verify that the Acceptance Test Plan complies with project defined test document purpose, format, and content.  Validate that the Acceptance Test Plan satisfies the following criteria: 

1) Test coverage of system requirements; and

2) Feasibility of operation and maintenance (e.g., capability to be operated and maintained in accordance with user needs).

	Design Phase 4.0

	

	Traceability Analysis - Design 
	4.1
	Analyze trace relationships between design elements (SDD and IDD) and requirements (SRS and IRS) for correctness, consistency, and completeness.  The task criteria are as follows:

Correctness - Validate the relationship between each design element and the software requirement.

Consistency - Verify that the relationship between the design elements and the software requirements are specified to a constant level of detail.

Completeness – 

a. Verify that all design elements are traceable from the software requirements.  

b. Verify that all software requirements are traceable to the design elements.

	Software Design Evaluation
	4.2
	Evaluate the design elements (SDD and IDD) for correctness, consistency, completeness, accuracy, readability and testability.  The task criteria are as follows: 

Correctness - Verify and validate that the software design satisfies the software requirements.  Verify that the software design complies with applicable standards, references, regulations, policies, physical laws, and business rules.  Validate the software design sequences of states and state changes using logic and date flows coupled with domain expertise, prototyping results, engineering principles, or other basis.  Validate that the flow of data and control satisfy functionality and performance requirements.  Validate data usage and format.  Assess the appropriateness of design methods and standards.

Consistency - Verify that all terms and design concepts are documented consistently.  Verify that there is internal consistency between the design elements and external consistency with architectural design.

Completeness - Verify that the following elements are in the SDD, within the assumptions and constraints of the system:

1) Functionality (e.g., algorithms, state/mode definitions, input/output validation, exception handling, reporting and logging;

2) Process definition and scheduling;

3) Hardware, software, and user interface descriptions;

4) Performance criteria (e.g., timing, sizing, speed, capacity, accuracy, precision, safety and security);

5) Critical configuration data; and

6) System, device, and software control (e.g., initialization, transaction and state monitoring, and self-testing).

7) Verify that the SDD and IDD satisfy specified configuration management procedures.

Accuracy - Validate that the logic, computational, and interface precision (e.g., truncation and rounding) satisfy the requirements in the system environment.  Validate that the modeled physical phenomena conform to system accuracy requirements and physical laws.

Readability - Verify that the documentation is legible, understandable, and unambiguous to the intended audience.  Verify that the documentation defines all acronyms, mnemonics, abbreviations, terms, symbols, and design language, if any.

Testability - Verify that there are objective acceptance criteria for validating each software design element and the system design.  Verify that each software design element is testable to objective acceptance criteria.

	Interface Analysis - Design
	4.3
	Verify and validate that the software design interfaces with hardware, user, operator, software, and other systems for correctness, consistency, completeness, accuracy, and testability.  The task criteria are as follows:

Correctness - Validate the external and internal software interface design in the context of the system requirements.

Consistency - Verify that the interface design is consistent between the SDD and IDD.

Completeness - Verify that each interface is described and includes data format and performance criteria (e.g., timing, bandwidth, accuracy, safety, and security).

Accuracy - Verify that each interface provides information with the required accuracy.

Testability - Verify that there are objective acceptance criteria for validating the interface design.

	Software FQT Plan Analysis
	4.4
	Verify that the Final Qualification Test Plan complies with project defined test document purpose, format, and content.  Validate that the FQT Plan satisfies the following criteria: 

1) Traceable to the software requirements; 

2) External consistency with the software requirements; 

3) Internal consistency; 

4) Test coverage of the software requirements; 

5) Appropriateness of test standards and methods used; 

6) Feasibility of software qualification testing; and

7) Feasibility of operation and maintenance (e.g., capability to be operated and maintained in accordance with user needs).

	Implementation Phase 5.0

	

	Traceability Analysis - Code
	5.1
	Trace the source code components to the corresponding design specification(s), and design specification(s) to source code components.  Analyze identified relationships for correctness, consistency, and completeness.  The task criteria are as follows:

Correctness - Validate the relationship between the source code components and design elements(s).

Consistency - Verify that the relationship between source code components and design elements are specified to a consistent level of detail.

Completeness
a. Verify that all source code components are traceable from the design elements

b. Verify that all design elements are traceable to the source code components

	Source Code and Documentation Evaluation
	5.2
	Evaluate the source code components (Source Code Documentation) for correctness, consistency, completeness, accuracy, readability, and testability.  The task criteria are as follows:

Correctness
a. Verify and Validate that the source code component satisfies the software design

b. Verify that the source code components comply with applicable standards, references, regulations, policies, physical laws, and business rules

c. Validate the source code component sequences of states and state changes

d. Validate that the flow of data and control satisfy functionality and performance requirements

e. Validate data usage and format

f. Assess the appropriateness of coding methods and standards

Consistency
a. Verify that all terms and code concepts are documented consistently

b. Verify that there is internal consistency between the source code components

c. Validate external consistency with the software design and requirements

Completeness
a. Verify that the following elements are in the source code, within the assumptions and constraints of the system:

1. Functionality (e.g., algorithms, state/mode definitions, input/output validation, exception handling, reporting and logging;

2. Process definition and scheduling;

3. Hardware, software, and user interface descriptions;

4. Performance criteria (e.g., timing, sizing, speed, capacity, accuracy, precision, safety and security);

5. Critical configuration data;

6. System, device, and software control (e.g., initialization, transaction and state monitoring, and self-testing.

b. Verify that the source code documentation satisfies specified configuration management procedures

Accuracy
a. Validate the logic, computation, and interface precision (e.g., truncation and rounding) in the system environment

b. Validate that the modeled physical phenomena conform to system accuracy requirements and physical laws

Readability
a. Verify that the documentation is legible, understandable, and unambiguous to the intended audience

b. Verify that the documentation defines all acronyms, mnemonics, abbreviations, terms and symbols

Testability
a. Verify that there are objective acceptance criteria for validating each source code component

b. Verify that each source code component is testable against objective acceptance 

	Interface Analysis - Code
	5.3
	Verify and validate that the software source code interfaces with hardware, user, operator, software, and other systems for correctness, consistency, completeness, accuracy, and testability.  The task criteria are as follows:

Correctness - Validate the external and internal software interface code in the context of systems requirements.

Consistency - Verify that the interface code is consistent between source code components and to external interfaces (i.e., hardware, user, operator, and other software).

Completeness - Verify that each interface is described and includes data format and performance criteria (e.g., timing, bandwidth, accuracy, safety, and security).

Accuracy - Verify that each interface provides information with the required accuracy.

Testability - Verify that there are objective acceptance criteria for validating the interface code.

	System Test Case Analysis
	5.4
	Verify that the System Test Cases comply with project defined test document purpose, format, and content. Validate that the System Test Cases satisfy the criteria in the System Test Plan.

	Software FQT Case Analysis
	5.5
	Verify that the Software FQT Cases comply with project defined test document purpose, format, and content. Validate that the Software FQT Cases satisfy the criteria in the Software FQT Plan.

	Reserved
	5.6
	

	Acceptance Test Case Analysis
	5.7
	Verify that the Acceptance Test Cases comply with project defined test document purpose, format, and content. Validate that the Acceptance Test Cases satisfy the criteria in the Acceptance Test Plan.

	Test Phase 6.0

	

	Traceability Analysis - Test
	6.1
	Analyze relationships in the Test Plans, Designs, Cases, and Procedures for correctness and completeness.  For correctness, verify that there is a valid relationship between the Test Plans, Designs, Cases, and Procedures.  For completeness, verify that all Test Procedures are traceable to the Test Plans. Perform this tracing only for test types and documents subject to IV&V test analysis.

	Reserved
	6.2
	

	Reserved
	6.3
	

	System Test Results Analysis
	6.4
	Use the developer's system test results to validate that the software satisfies the system requirements. Verify that the test results trace to the test criteria established by the test traceability in the test planning documents.  Document discrepancies between actual and expected results.

	Software FQT Results Analysis
	6.5
	Use the developer's software FQT test results to validate that the software satisfies the software requirements. Verify that the test results trace to the test criteria established by the test traceability in the test planning documents.  Document discrepancies between actual and expected results.


5. Deliverables

5.1. K-M Mars Mission IV&V Plan (IVVP) 

Content:  This document describes the Independent Verification and Validation (IV&V) plan in support of the K-M Mars Mission.  It shall describe the methodology for IV&V and to identify IV&V activities to be conducted during the software lifecycle.  The plan shall include the IV&V project organization, the master IV&V schedule, resource plan and IV&V responsibilities. The plan shall also describe the approach to be used for risk management, earned value, and issue resolution.

Due Date: Initial 30 days after task award, Updates as necessary

Recipients: NASA IV&V Project Manager, CO, COTR
5.2. Criticality Analysis Report
Content: The Criticality Analysis Report shall document the results of Task 1.6.  The report shall describe the criticality definitions used to develop the Software Integrity Level (SIL) score.  It shall describe the functions that have been determined to be of a critical or high-risk nature as a result of the software integrity level scoring.  The report shall also describe the rationale that was used to determine the SIL for the software components.

Due Date: Initial 45 days after completion of FSW PDR, Update 45 days after completion of FSW CDR, Update 45 days after Project ATLO Readiness Review
Recipients: NASA IV&V Project Manager, CO, COTR
5.3. Project Inheritance Report

Content: The Project Inheritance Report shall document the results of Task 1.5 and 2.1 as executed in support of the Project inheritance reviews.  The goal is to assess the approach being taken by the project in regards to inheritance in the system.  The report shall describe the approach and its impact on the development and the IV&V effort. The report shall also document any IV&V issues and findings generated and the project’s response to these.
Due Date: 30 days after completion of inheritance reviews

Recipients: NASA IV&V Project Manager, CO, COTR
5.4. Project Preliminary Design Review Milestone Report
Content: The Project PDR Milestone Report shall document the results of Task 1.5 as executed in support of the Project PDR.  The report for these tasks shall document IV&V's assessment of the Project PDR including the readiness of the system, with respect to software, to proceed with the next phase of development.  The report shall also document IV&V’s issues and findings and the project’s response to these as related to the PDR.
Due Date: 30 days after Project PDR

Recipients: NASA IV&V Project Manager, CO, COTR
5.5. Flight Software Preliminary Design Review (PDR) Milestone Report
Content: The FSW PDR Milestone Review Report shall document the analysis and results of Tasks1.5, 2.2 and 2.3.  The report shall document IV&V's assessment of the FSW PDR including the readiness of the flight software to proceed with the next phase of development.    The report shall also document IV&V’s issues and findings and the project’s response to these as related to the PDR.

Due Date: 30 days after FSW PDR

Recipients: NASA IV&V Project Manager, CO, COTR
5.6. Project and Flight Software Critical Design Review (CDR) Milestone Report

Content: The Project and FSW CDR Milestone Review Report shall document the results of Task 1.5 as it pertains to the two CDRs.  The intent of the report is to document IV&V's assessment of the CDR with respect to the Project and the FSW including the readiness of the flight software to proceed with the next phase of development.  The report shall also document IV&V’s issues and findings and the project’s response to these as relating to the CDR.

Due Date: 30 days after the latter of the two CDRs
Recipients: NASA IV&V Project Manager, CO, COTR
5.7. Flight Software Build Report
Content: The Flight Software Build Report shall document the results of Tasks 3.1, 3.2, 3.3, 4.1, 4.2, 4.3, 4.4, 5.1, 5.2, 5.3, 5.5, 6.1 and 6.5 as applied against each Flight Software build. The report shall contain a summary of the activities performed for each task and the results of those tasks.  The report shall also document any IV&V issues or concerns as a result of the performance of these tasks. 
Due Date: 30 days after testing of each FSW build is complete
Recipients: NASA IV&V Project Manager, CO, COTR
5.8. Payload Software Build Report

Content: The Payload Software Build Report shall document the results of Tasks 3.1, 3.2, 3.3, 4.1, 4.2, 4.3, 4.4, 5.1, 5.2, 5.3, 5.5, 6.1 and 6.5 as applied against each payload.  The assumptions here are at this time the Level 3 requirements are final and the Level 4 requirements may be final or may still be in draft form.  The focus of the requirements tasks are on the Level 3 and 4 requirements with the traceability task focused on the traces, up and down, between Levels 2, 3 and 4.  The report shall contain a summary of the activities performed for each task and the results of those tasks.  The report shall also document any IV&V issues or concerns as a result of the performance of these tasks. 

Due Date: 30 days after payload software testing is complete
Recipients: NASA IV&V Project Manager, CO, COTR
5.9. System Test Plan Analysis Report

Content: The System Test Plan Analysis Report shall document the results of Task 3.4.  Specifically, the report shall provide an assessment of the sufficiency of the test planning to provide verification and validation of the requirements, realistic utilization of shared test equipment and resources, and identification of regression testing.
Due Date: 30 days prior to start of System Testing
Recipients: NASA IV&V Project Manager, CO, COTR
5.10. Software Acceptance Test Plan Analysis Report
Content: The Acceptance Test Plan Analysis Report shall document the results of Task 3.5.  Specifically, the report shall provide an assessment of the sufficiency of the acceptance test planning to provide testing appropriate for accepting the software system prior to integrating it into the hardware.

Due Date: 30 days prior to start of Software Acceptance Testing
Recipients: NASA IV&V Project Manager, CO, COTR
5.11. System Test Case Analysis Report

Content: The System Test Case Analysis Report shall document the results of Task 5.4.  Specifically, the report shall provide an assessment of the sufficiency of the system test cases to provide verification and validation of the requirements.

Due Date: 14 days prior to start of System Testing 
Recipients: NASA IV&V Project Manager, CO, COTR
5.12. Software Acceptance Test Case Analysis Report
Content: The Software Acceptance Test Case Analysis Report shall document the results of Task 5.7.  Specifically, the report shall provide an assessment of the sufficiency of the acceptance test cases to provide verification and validation of the requirements appropriate to allow for acceptance of the software prior to integration with the hardware.
Due Date: 14 days prior to start of Software Acceptance Testing
Recipients: NASA IV&V Project Manager, CO, COTR
5.13. System Test Results Analysis Report

Content: The System Test Results Analysis Report shall document the results of Task 6.4.  Specifically, the report shall provide an assessment of the system test as they pertain to the verification of the system requirements.
Due Date: 14 days prior to FSW Pre-Ship Review
Recipients: NASA IV&V Project Manager, CO, COTR
5.14. IV&V Final Report

Content: The IV&V Final Report shall provide a technical overview of the activities performed on the project to include a summary of resource utilization, summary of how the IV&V effort changed during the course of the project, project characteristics, lessons learned and a compilation of all of the IV&V issues and risks generated during the project.

Due Date: 14 days prior to end of task order

Recipients: NASA IV&V Project Manager, CO, COTR
6. Special Instructions

None
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		Subsystems				Fault Protection		Power (EPS)		Structures and Mechanisms		Thermal Control		Propulsion		GNC Executive		Attitude Control		Attitude Determination		Inertial Navigation		Ref Orientation & Ref Vector Gen		GNC Utility		Mode Control		Uplink		Downlink		Command Manager		Sequence Manager		Telecom		Telemetry		IO		OS		MET		RA/RAC		MARDI		SSI		TEGA		MECA

		1.0		Phase Independent Support

		1.1		Management and Planning of Independent Verification and Validation		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		1.2		Issue and Risk Tracking		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		1.3		Final Report Generation		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		1.4		IV&V Tool Support		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		1.5		Management and Technical Review Support		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		1.6		Criticality Analysis		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		1.7		Identify Process Improvement Opportunities in the Conduct of IV&V		X		X		X		X				X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X

		2.0		Concept Phase

		2.1		Reuse Analysis		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X				X		X		X		X		X

		2.2		Software Architecture Assessment		X		X		X		X		X		X		X		X		X		X		X		X						X		X								X				X				X		X		X

		2.3		System Requirements Review		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		2.4		Concept Document Evaluation

		2.5		Software/User Requirements Allocation Analysis

		2.6		Traceabiltiy Analysis

		3.0		Requirements Phase

		3.1		Traceabiltiy Analysis - Requirements		X		X		X		X		X		X		X		X		X		X		X		X		X				X		X				X		X		X		X		X		X		X		X		X

		3.2		Software Requirements Evaluation		X		X		X		X		X		X		X		X		X		X		X		X						X		X								X				X				X		X		X

		3.3		Interface Analysis - Requirements		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		3.4		System Test Plan Analysis		X		X		X		X		X		X		X		X		X		X		X		X						X		X								X				X				X		X		X

		3.5		Acceptance Test Plan Analysis		X		X						X		X		X		X		X		X		X		X						X		X

		3.6		Timing and Sizing Analysis

		4.0		Design Phase

		4.1		Traceability Analysis - Design		X		X		X		X		X		X		X		X		X		X		X		X		X				X		X				X		X		X		X		X		X		X		X		X

		4.2		Software Design Evaluation		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		4.3		Interface Analysis - Design		X		X						X		X		X		X		X		X		X		X						X		X

		4.4		Software FQT Plan Analysis		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X				X		X		X		X		X

		4.5		Software Integration Test Plan Analysis

		4.6		Database Analysis

		4.7		Component Test Plan Analysis

		4.8		Data Flow Analysis

		5.0		Implementation Phase

		5.1		Traceability Analysis - Code		X		X		X		X		X		X		X		X		X		X		X		X		X				X		X				X		X		X		X		X		X		X		X		X

		5.2		Source Code and Documentation Evaluation		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		5.3		Interface Analysis - Code		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		5.4		System Test Case Analysis		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		5.5		Software FQT Case Analysis		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		5.6		Software Integration Test Case Analysis

		5.7		Acceptance Test Case Analysis		X		X						X		X		X		X		X		X		X		X						X		X

		5.8		Software Integration Test Procedure Analysis

		5.9		Software Integration Test Results Analysis

		5.10		Component Test Case Analysis

		5.11		System Test Procedure Analysis

		5.12		Software FQT Procedure Analysis

		6.0		Test Phase

		6.1		Traceability Analysis - Test		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X		X				X		X		X		X		X

		6.2		Regression Test Analysis

		6.3		Simulation Analysis

		6.4		System Test Results Analysis		X		X						X		X		X		X		X		X		X		X						X		X

		6.5		Software FQT Results Analysis		X		X				X		X		X		X		X		X		X		X		X						X		X												X				X		X		X

		7.0		Operations and Maintenance Phase

		7.1		Operating Procedure Evaluation

		7.2		Anomaly Evaluation

		7.3		Migration Assessment

		7.4		Retirement Assessment

		8.0		Optional Tasks

		8.1		Acceptance Test Design Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.2		Acceptance Test Procedure Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.3		Acceptance Test Results Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.4		Algorithm Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.5		Audit Support		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.6		Component Test Design Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.7		Component Test Procedure Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.8		Component Test Results Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.9		Configuration Management Assessment		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.10		Disaster Recovery Plan Assessment		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.11		Feasibility Study Evaluation		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.12		Independent Testing		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.13		Operational Evaluation		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.14		Performance Monitoring		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.15		Project Management Oversight Support		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.16		Security Assessment		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.17		Special Study		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.18		Software FQT Design Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.19		Software Integration Test Design Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.2		System Test Design Analysis		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.21		Training Documentation Evaluation		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A

		8.22		User Documentation Evaluation		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A		N/A






